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Argentum AI (AAI) 
Secure • Flexible • Cross-border • Efficient 

 

Executive Summary 

Mission: Create the largest platform in the world for democratized 
compute. 

Positioning: Argentum AI is an independent, decentralized marketplace 
that lets enterprises contract compute with maximum flexibility while 
optimizing for cost, speed, scale, and duration. 

Problem: AI demand is compounding while compute remains scarce 
and concentrated with a few hyperscalers. Early-stage teams face rigid 
multi-year commitments and vendor lock-in. Cross-border access is 
hindered by payment frictions, currency volatility, and compliance 
overheads, while stranded and heterogeneous capacity stays 
underutilized. 

Solution: Argentum AI delivers secure cross-border contracting that 
connects cloud operators, physical infrastructure owners, and AI-first 
companies. Four pillars: Flexibility (multi-stage, multi-technology 
contracts), Cost (access to stranded and mixed-generation GPU/CPU 
capacity), Security (zero-knowledge and trusted execution environments 
for regulated workloads), Cross-border (tokenized settlement that 
reduces FX risk and legacy payment costs). 

Product & Technology: Marketplace with AI-driven auctions and 
placement, benchmarking layer, API/SDK, standardized agreements, 
and a built-in spend ledger for governance and cost control. 

Token Utility: A native token powers settlement and incentives. Its price 
reflects real-time compute supply and demand, providing an industry 
benchmark while settling to local currency at the edges. 



Economics: Asset-light model with a 5–10% take rate on GMV. Add-ons 
include enterprise SLAs, integrations, and API fees. Over time: selective 
token burn, asset management services, and power trading. 

Traction & Roadmap: Phase 1 beta underway with 5 LOIs, including a 
Fortune 500 financial firm, leading healthcare services, and a major U.S. 
metro. Phase 2 adds AI-driven auctions and automated placement. 
Phase 3 scales enterprise adoption with the first fully non-domestic 
transaction. 

Governance & Security: Best-in-class protocols, security partnerships, 
audits, and end-to-end encryption to support compliant, fully sanctioned 
compute environments. 

Use of Proceeds: Seed $25M to complete Phase 1 and initiate Phase 
2: 60% technology and product, 30% sales and marketing including 
token launch, 10% security and compliance. 

 

Argentum AI (AAI) is a decentralized computation marketplace built on 
the principle that only an open, transparent, and merit-based 
environment — where all participants can compete fairly and perform to 
their fullest potential — can produce the kind of real-world data 
necessary to train an AI benchmarking system that truly reflects the 
complexity of modern workloads. In AAI, human contributors — whether 
clients setting task goals or providers offering computational resources 
— shape the market through their choices and performance. This 
dynamic interaction creates a living benchmark, not a static 
measurement, one capable of stress-testing everything from micro-scale 
devices to high-performance clusters. It is not automation that makes the 
system intelligent — it is the integrity and diversity of the human-driven 
market that gives the AI benchmark its depth, adaptability, and lasting 
value. 

The broader market context reinforces the need for AAI's approach. The 
demand for computational power is growing rapidly with the rise of 
AI workloads, AR/VR development, and real-time digital services — but 
this growth is no longer driven solely by centralized tech giants. A new 



generation of users — developers, researchers, startups, and even 
individual contributors — understands that decentralization is not just 
ideological, but practical. Collective coordination around shared 
infrastructure enables smarter economics, greater inclusion, and more 
resilient systems. In this environment, marketplaces like AAI represent 
the natural evolution of the compute economy — one built not for walled 
gardens, but for transparent, open collaboration. 

On AAI, clients post tasks such as big data processing, AI training, 
rendering, and scientific computation, specifying their own criteria for 
quality and deadlines. Providers — whether they are individual users 
with idle GPUs or organizations with excess server capacity — can then 
compete fairly to fulfill those requests. This creates a dynamic 
marketplace where humans define value and competition arises 
naturally from diverse capabilities, pricing models, and performance 
profiles. 

To support this living market, AAI introduces a powerful yet adaptive AI 
benchmarking and advisory module — not as a central planner, but as 
a responsive guide. Traditional benchmarking systems rely on static 
rules, synthetic workloads, or outdated performance profiles. These 
systems cannot meaningfully respond to fast-moving changes in user 
demand or in the volume and nature of idle resources offered by 
providers. AAI’s AI, by contrast, learns in real time from the actual 
behavior of the platform: how people structure their tasks, how providers 
respond, and how successful outcomes are achieved. 

This AI continuously benchmarks task types, predicts optimal resource 
requirements, and recommends pricing and matchmaking strategies — 
not based on theoretical assumptions, but based on the real-world 
decisions and results produced by human participants. Its goal is to 
assist both requesters and providers in making smarter, faster, and fairer 
decisions — while constantly adapting to changing conditions. As 
providers enter and leave the market, or as new demand patterns 
emerge (e.g., seasonal AI training surges, rendering campaigns, or 
research batch jobs), the AI tunes its advice and metrics accordingly. 
This ensures that AAI remains a truly living platform — shaped by 



human activity, and amplified by machine intelligence that listens and 
evolves. 

At the center of the platform's economy is the Argentum AI Point 
(AGP), an ERC-20 utility token used to facilitate peer-to-peer payments, 
incentivize honest behavior, and govern key aspects of the network. 
Computation happens off-chain on AAI’s decentralized infrastructure, 
while Ethereum smart contracts handle payments and enforce 
accountability in a trustless way. 

By combining the adaptability of AI with the creative judgment and 
initiative of human participants, AAI builds more than just a 
decentralized computing network — it establishes a human-centric 
economic layer for computation, governed by fairness, transparency, and 
constant learning. 

Project Mission 

Create the largest platform in the world for democratized compute, 
enabling enterprises and AI-first builders to access flexible, low-cost, 
secure, cross-border capacity. Argentum AI operates an independent, 
decentralized marketplace that matches demand with stranded and 
heterogeneous compute, applies zero-knowledge and trusted execution 
for regulated workloads, and uses tokenized settlement to cut FX and 
payment frictions—removing vendor lock-in, geographic constraints, and 
capital intensity as barriers to innovation. 

Problem Statement 

AI demand is compounding, but compute supply is scarce and uneven. 
Capacity is disproportionately concentrated among a few hyperscalers, 
pushing companies—especially early-stage—into rigid, multi-year 
commitments that raise switching costs and slow innovation. 
Cross-border access is constrained by payment frictions, currency 
volatility, and compliance hurdles, while stranded and heterogeneous 
capacity remains underutilized. The result is higher cost, vendor lock-in, 
and inefficient allocation of compute—precisely when the next wave of 
AI-first companies needs flexible, low-cost, secure infrastructure.  



Platform Development Strategy 

 

To realize this vision, the platform will evolve in several stages: 

 

1. Initial Phase – Manual Task Posting 

In the early phase, users will manually submit computational tasks 
through the platform interface, describing the specifics of what needs to 
be done. This model is similar to existing cloud job boards or freelance 
marketplaces, where requesters post tasks and providers (compute 
nodes) respond. At this stage, matchmaking is guided by human 
discretion and basic algorithms, with limited AI involvement. 

 

2. Growing Role of AI Agents – Smart Automation 

As data and user activity increase, intelligent agents will be integrated 
into the platform to assist with matching and task execution. These 
agents will analyze task requirements and available provider resources 
in real time and automatically pair jobs with the most suitable providers. 
A similar model exists in the Swan Chain project, which uses an "AI 
auction engine" to evaluate bids based on cost, reputation, and resource 
availability. 

 

This intelligent automation improves efficiency—jobs are matched faster 
and more accurately based on dynamic criteria. Human involvement in 
operational management is reduced, while AI mediation ensures tasks 
are assigned optimally, balancing price and performance. At the same 
time, rating and validation systems (i.e., reputation mechanisms) will be 
deployed to maintain trust across the marketplace even as automation 
increases. 

 



3. API Integration and Streamed Computation – Platform as a 
Service 

In the final phase, the platform will become seamlessly integrated into 
third-party products and workflows via APIs. Instead of manual input, 
tasks will be automatically streamed into the AAI network from user 
applications, services, or edge devices. For instance, developers will be 
able to route compute tasks from their own software in real-time, while 
AAI handles distribution in the background. 

 

This model is becoming the industry standard—Golem Network, for 
example, offers "smooth integration through APIs (e.g. JavaScript or 
CLI) for launching diverse projects—from 3D rendering to AI training." 
Thanks to this integration, using distributed computation becomes 
effortless: AAI behaves like a cloud service on demand, responding in 
near real-time. This stage transforms the project into a scalable 
infrastructure layer, ready to be used as a computing module across 
verticals. 

 

Through this staged evolution, AAI ensures a smooth transition from a 
fully human-managed platform to a highly automated yet transparent and 
trustworthy ecosystem. Initially, basic operations and community 
practices are established. Then, intelligent components are gradually 
introduced. Ultimately, external interfaces are opened for mass adoption. 
The result is a hybrid platform where humans define strategic goals and 
quality standards, while AI provides adaptability, optimization, and 
scalability. 

 

 

 



Brief Market Context 

​
AI sovereignty relies on cross-border functionality, which is limited today. 

Enterprises must source compute wherever it is most cost-effective and 
reliable, but cross-border contracting remains slow and expensive. 
Payment frictions, currency volatility, sanctions screening, and 
fragmented KYC/AML add delay and cost; data-residency and 
export-control rules further constrain where models and datasets can 
run. As a result, capacity cannot fluidly follow demand, increasing 
effective prices and time-to-deploy. 

The project’s mission unfolds against the backdrop of rapidly growing 
global demand for compute power, especially in AI. In recent years, 
demand for GPUs for AI training and machine learning has already 
outpaced what centralized cloud providers can supply. Startups and 
smaller teams face high costs and limited availability, slowing innovation. 

Historically, the computational market has been monopolized by 
hyperscale cloud providers and major hardware vendors. This has 
created the need for alternative, open, and decentralized solutions. 

 

Alongside AAI, several other projects have emerged with similar goals: 
to distribute computational workloads via peer-to-peer marketplaces. 
Key examples include Akash, ICP (Dfinity), NEAR, Golem, and more. 
These platforms aim to empower anyone to buy or sell computing power 
directly, removing intermediaries and increasing efficiency. 

The landscape is highly dynamic. Early movers like iExec and Golem 
already offer working marketplaces for decentralized cloud computing, 
while newer entrants (e.g. Render Network, IO.NET) focus on 
GPU-heavy use cases for AI. This diversity confirms the relevance of 
AAI’s mission—and compels the team to create a distinctly 
human-centric, AI-augmented alternative. 



Market Opportunity 

Decentralized compute is on course to rival centralized clouds in 
delivered capacity and spend as heterogeneous supply (cloud spillover, 
colocation, on-prem, edge) is aggregated and made contractable. AI-first 
companies founded in the last five years represent the fastest-growing 
demand cohort and require flexible, cross-border access at lower unit 
cost. Our thesis: as cross-border settlement and standardized contracts 
remove payment and compliance frictions, decentralized marketplaces 
can match hyperscaler-level throughput on a rolling basis, measured in 
effective GPU-hours and GMV. 

Cloud and compute TAM is projected to ~$2.4T by 2030. Enterprises 
spent >$50B on AI-focused GPUs in 2023, and AI hardware spend is 
doubling roughly every two years. Within that, decentralized compute’s 
SAM is already in the tens of billions, with analyses projecting ~$12B in 
2023 growing to nearly $60B by 2032. In GPU-as-a-Service, forecasts 
run from ~$3.8B in 2023 to $12B+ by 2030. Near-term SOM for a new 
cross-border decentralized platform is plausibly in the tens of billions as 
AI startups, independent researchers, and bursty workloads shift to 
non-traditional cloud. 

A deeper market analysis and competitive comparison will follow in the 
next section.  



Decentralized Calculation Market Review: A 
Comparative Study on the Issues and the 
Methodologies 

Bottlenecks and pain points in the Centralized Cloud Market 

High Costs and Scarcity for Compute Requesters: Companies and 
others running heavy computation — from AI startups to research labs 
— find it unaffordable or hard to find access to high performance 
hardware. There simply isn't enough GPU capacity for what traditional 
cloud providers can offer. One recent study found that more than 50% of 
AI companies cited GPU shortage as the most significant barrier of 
growth around their products. Cloud providers often have wait lists for 
new GPU instances; without an existing contract, delivery times for 
high-end GPU servers can be days to weeks. This shortage and central 
control (a few hyperscalers dominate the supply) means that many of the 
would-be users of chips find themselves either waiting or paying a 
premium. To make matters worse, you have hidden costs and lock-in – 
like data egress fees or a proprietary platform that makes it expensive to 
move or scale workloads. The result is that the AI development, data 
science and even media content creation markets can’t get the compute 
they need when they need it, stifling innovation. The real world abounds: 
a startup that is training a generative model might blow through a cloud 
budget for the month in just days due to surge pricing on on-demand 
GPUs, while a VFX studio that has a tight deadline might require 
hundreds of GPUs for a week rendering feast yet without any guarantee 
of on-demand availability. Boss devs modern cloud servers are rigid, 
expensive central monopolies that provide clients with high price, 
unreliable services with limited hardware options.  

Underutilization and Barriers for Compute Providers: Conversely, 
end users and institutions with access to underutilized hardware are 
limited in their ability to monetize such spurious network services. 
Underutilization is rife — studies have shown around 30% of data center 
servers are “comatose”, performing no useful work during the course of 
a month and average server utilization has a tendency to remain below 
15% outside peak times. I could list out many more examples but many 
corporate data centers (a la an accounting partner’s windows server 



environment post tax season) or university clusters sit dormant for large 
parts of the year, thus “burning cash” & depreciating. Even home 
gamers’ GPUs or crypto mining rigs are massive pools of unused 
horsepower when they’re not in use. But it’s really hard to monetize that 
surplus compute, in the existing framework. There is no open market 
place for a small data center or a consumer with a PC to simply sell off 
their excess GPU cycles – only a closed, centralized market where the 
large cloud providers make money. Large clouds frequently commit to 
buy servers with long leases, so lots of GPUs will sit powered on but not 
in use during clients’ downtime (and no one else can A/B them). 
Independent providers who don’t have big contracts are effectively 
priced out. The sale of surplus compute is currently through ad-hoc 
deals or the joining of specialised networks with high friction and trust 
issues. On the one hand, providers are concerned about who is using 
their machines and getting fair compensation, while buyers worry about 
reliability and security. To summarize, the centralized computation 
process model of today is leaving something of a unicorn infrastructure 
latent and stranded, while all the little guys don’t have an efficient way of 
making that capacity available to where it’s needed. This is not to the 
benefit of these providers (lost revenue) and also it’s not doing the client 
side any favors in terms of supply.  

Supply and Demand Mismatch: These two issues reflect two sides of a 
single inefficient market. Global demand for computational capacity, on 
the other hand, is soaring – driven by AI, big data and digital 
transformation – to the point that trillions of dollars in new data center 
investment will be required by 2030 to meet it. The cloud computing 
market is massive to begin with (nearly three-quarters of a trillion dollars 
in 2024), and it’s growing approximately 20%/year, and specifically 
spending on AI infrastructure is explosively growing. But on the other, 
there is an untapped well of computing power across the globe – 
dormant servers in their off hours, GPUs in homes overnight, 
once-capable hardware that now sits idle all hours of the day for want of 
a plug. But the actual cloud market does not deliver: would-be buyers 
cannot easily reach idle sellers, and vacant sellers cannot easily reach 
buyers, because the market is fractured and centralized. This lack of 
efficiency is punishing everyone involved, as either clients will overpay or 
go without, and hardware owners will have very expensive resources 



sitting idle. Short version: we don’t have a hardware problem – we have 
an exchange problem. Idle supply may sit in the same city or network as 
overheated demand, but there is no decentralized market to bring them 
together, so they stay separate forever. This market distortion is at the 
heart of the challenge a next solution must solve. 

Market Opportunity Size and Growth 

The opportunity to repair this broken market is huge. The Total 
Addressable Market (TAM) for worldwide cloud and compute services is 
projected to top ~$2.4T by 2030. This demonstrates that the growth of 
scalable computing is having a far-reaching impact on various industries. 
And, within that, AI workloads are a significant driver. Enterprises 
invested more than $50 billion on AI-focused GPUs in 2023, for 
example, and AI hardware spending is doubling every two years.  

Decentralized computation’s Serviceable Available Market (SAM) — the 
share of workload that can feasibly run on open, distributed networks — 
is already in the tens of billions. One analysis has projected the 
decentralized computing market will increase from about $12 billion in 
2023 to nearly $60 billion by 2032 as it emerges at a breakneck pace. In 
the GPU-as-a-Service segment (basically, on-demand GPU rentals), 
predictions suggest it’ll grow between c.$3.8 billion in 2023 to upwards of 
$12 billion by 2030. In the short term, there are plenty of early adopters 
also looking for non-traditional cloud: AI startups that are bottlenecked 
by GPU access, indy researchers who need cheap compute, and co’s 
with bursty workloads (rendering jobs, scientific sims, etc) who don’t 
want to purchase hardware they use only occasionally. This Serviceable 
Obtainable Market (SOM) for a new decentralized platform October 
could easily be in the tens of billions of dollars over the coming years, as 
there are literally dozens of AI startups and content studios bottlenecked 
by compute. The fact that there are already some ambitious projects 
attempting to disrupt this space (Akash, Golem, Render Network, iExec 
etc) gives further testament to the potential. More critically, no one player 
has truly staked a claim in the decentralized compute space, giving 
ample market opportunity for a solution that really serves users. 
"Specifically: Demand for computing power is massive, shortfalls of 
centralized clouds are becoming painfully clear, and a coalition of buyers 



is ready to reward a solution that can liberate sitting idle resources, more 
efficiently and at less expense." This is the canvas for Argentum Data & 
AI Exchange (AAI) – a human first, tactical model to fill the void. 

Decentralized Computing Platforms on the Rise (Comparative 
Overview) 

There have been several recent projects that aim to disrupt this 
paradigm and reduce the pressure on the centralized model. Each has a 
shard of the solution, but also its own mean and exclusive focus:  

Golem Network (GLM): One of the first ever decentralized 
marketplaces for computer power, Golem (2016) lets users buy and sell 
CPU/GPU time in a peer-to-peer network. Its goal is to democratise 
cloud computing through the planet’s unused processing power. Golem’s 
protocol lets anyone rent out their spare computing power and get paid 
in Golem’s tokens, effectively turning the platform into an “Airbnb for 
computers” for tasks such as CGI rendering, scientific computing, and 
machine learning. Pioneering as it was, Golem's first priority has been 
toward general computing, and has suffered from lack of 
decentralisation, however it still thrives and seeks to expand their utility 
of Golem for a multitude of applications.  

iExec (RLC): iExec is a decentralized cloud platform that is compatible 
with Ethereum, and links resource providers and users in a single 
marketplace. It is a project with a focus on secure computing and trusted 
off-chain execution and builds on secure enclaving (TEE) on a 
decentralized pool of CPUs/GPUs. They can monetize computing 
resources or datasets and likewise acquire compute power in the cloud 
on demand through iExec’s marketplace, thanks to the use of the RLC 
token for the execution of transactions on this marketplace. iExec has 
found a sweet spot in privacy-preserving computation for dApps (AI, 
DeFi, big data), but it’s focus is somewhat narrower and it has to plug 
into Ethereum infrastructure and deal with scalability limits.  

Render Network (RNDR): Render Network is a decentralized network 
specifically for GPU rendering. It operates on a peer-to-peer network of 
nodes that donate unused GPU power to help create high-quality 3D 
graphics, video frames and now AI inferencing models. Content makers 



and studios can have it render their jobs and they pay in RNDR tokens 
which, for bursty graphics workloads, has wound up being much cheaper 
and faster. Studio films have employed Render to lower the costs of 
effects-laden productions. The success of Render (market cap in the 
billions) indicates the need for decentralized gpu services (though is 
mainly best for only rendering/visual effects and not yet generalizes to 
arbitrary computation or AI training at scale).  

Akash Network (AKT): Akash is a decentralized cloud compute 
marketplace on the Cosmos blockchain. It allows users to rent the 
computing power of clouds provider or data centers owners in a 
decentralized, open and fair auction model. Leveraging containerization 
(Docker/Kubernetes), Akash can execute all classes of computation on 
its peer to peer network. Its one of a kind reverse auction model, enables 
prices for compute to be driven much lower than legacy clouds and its 
distributed model delivers won censorship resistance and zero vendor 
lockin. Akash is aimed at a full spectrum of cloud services (like AWS 
EC2 but decentralized) and has previously claimed as much as an order 
of magnitude savings in costs, for GPU instances sold via its 
marketplace. One challenge for Akash is that it has to make sure that 
QoS and enterprise-grade support can be achieved without some of the 
centralized guarantees of its dominant competitors in the space, the 
other cloud providers, where it also felts the need to compete when it 
comes to performance. However, it has shown that a peer-to-peer cloud 
that is decentralized can be run at a minuscule price compared to what 
AWS or Azure will cost. 

Bittensor (TAO): Bittensor is a decentralized network specifically for 
machine learning and AI. Unlike marketplaces for generic compute, 
Bittensor incentivizes participants to contribute to a shared machine 
learning model (a kind of decentralized AI brain) by doing work (training 
or inference) and earning TAO tokens. It’s a proof-of-work blockchain 
(miners perform ML tasks) that aims to provide AI model training 
resources without the “top-down” control of Big Tech cloud providers. By 
allowing staking and running on a substrate (Polkadot) framework, 
Bittensor has attracted attention for its novel approach to decentralized 
AI, though it remains a specialized platform (focused on collaborative AI 
model building rather than general-purpose computing). 



Other notable projects: Golem and iExec were early entrants as noted 
above. Beyond those, several blockchain platforms have integrated 
decentralized compute or AI features (e.g. Fetch.AI pivoting to 
agent-based AI on blockchain, NEAR Protocol enabling on-chain AI 
actions, and base layers like Internet Computer, Polygon, Cardano 
exploring Web3 infrastructure for computation). Traditional distributed 
computing efforts (e.g. BOINC for volunteer computing) also 
demonstrate the concept’s viability. The variety of projects in this arena 
underscores a key point: there is strong momentum and belief that 
decentralization can address the current market’s pain points. However, 
no single solution has emerged as the clear leader and unified solution – 
each tends to specialize in certain niches or face adoption hurdles. This 
open landscape provides an opportunity for a more comprehensive, 
user-centric platform to take the lead. 

 

AAI’s Approach: Solving Problems through a Human-Centric, 
AI-Augmented Marketplace 

 

AAI (Argentum Data & AI Exchange) joins market space by adopting a 
particular philosophy and set of tools to address the disadvantages of 
not only the centralist status quo but also previous decentralized efforts. 
AAI is the mechanism through which the world’s coiled demand for 
computation is paired with the plentiful idle supply of computers, creating 
a worldwide market of computing power. In so doing, it allows value to 
be released on two sides: requesters can benefit from massively 
cheaper, on-demand computing power; providers can monetise 
hardware that would otherwise remain idle.  

Some decentralized networks ranging up to 85% or more cheaper than 
Amazon or Google Cloud for comparable compute tasks, and we expect 
the model of AAI to deliver the same savings. More generally here is this 
connection: The relevant scarce good here is computing (and the 
requisite specialized hardware); in a world with zero transaction costs, 
everyone would be a user of computing purchased from hardware 
producers. In a positive-transaction-cost world, computing markets are 



illiquid, with the square footage of the hardware driving the bus— if there 
are CPUs not being used—nobody can use those CPUs for their 
computing needs. That’s wasteful. So what is really going on in the world 
with transaction costs is that previously illiquid assets (spare GPU hours) 
are becoming liquid thanks to AAI—i.e., what is going on is very much a 
type “Airbnb of computing” connecting those who want computing with 
those who have overcapacity. human-centric and trust-based designone 
of the key differentiators for AAI is that it subscribes to a human-centred 
and community-run ecosystem.  

Although blockchain smart contracts are used to automate transactions, 
the platform aims to be transparent and equitable as well as avoiding a 
black-box solution that will be dominated by a few tech giants or unseen 
algorithms. Reputation systems, community feedback and even 
governance (via techniques like quadratic voting by token holders) are 
key functions to ensure that participants are confident in the 
marketplace.  

This emphasis on trust, simplified user experience, which reduces high 
barriers for adoption of a decentralized system for some new users. (For 
reference, in a 2025 survey, almost 20% of crypto holders would not 
invest in AI-focused projects they’re interested in because they couldn’t 
find the right platforms – AAI addresses this by holding to security and 
reliability in experience, if not time.)  

AI-Enhanced Matching and Optimization: AAI applies AI to enhance 
the efficiency of the marketplace - AI agent in between is thinking about 
tasks and network resources in every moment to ensure each task is 
intelligently being routed to the accompanying the most appropriate 
node. And this matchmaking, powered by a sophisticated AI, also takes 
into account cost, performance, node failure rate and electricity 
consumption to find the best match not only for the lowest cost but also 
for the fastest execution. The end product is a dynamic scheduling of 
work that optimizes the usage of the network's resources, subject to the 
requesters' needs. With the scheduling and resource management layer 
empowered by AI, we can implement smarter load balancing and 
performance tuning compared to purely manual or static solutions. (This 
is consistent with recent trends: other decentralized projects have also 



been experimenting with using AI to perform task scheduling with some 
success.) The use of AI automation in conjunction with human oversight 
ensures the network automatically learns and gets smarter over time, yet 
users can have control as well as a clear view of the decisions being 
made by AAI’s network. Driving Efficiency and Accessibility: Unlike 
general clouds which price use with no regard to efficiency or quality, 
AAI's token-economic model incentivizes efficient computation and good 
service.  

If users consistently deliver more accurate tasks or when they can 
deliver tasks using less energy, they can earn reputation boosts or 
bonus token rewards. This realigns incentives to reward not just more 
computing power, but better computing power — which has the effect of 
nudging the industry toward greener AI and better software optimization. 
Additionally, AAI is agnostic to corpus sizes: whether you are a 
researcher with a single GPU to a hyperscale data center user with 
thousands, anyone can participate and submit or claim workloads.  

This inclusivity is central to AAI’s human-centred mission – anyone with 
compute to give can plug into the network and anyone with compute 
needs can draw from it, with no gatekeepers. The security model is 
based on best mod/worst mod (a Proof of Stake blockchain supports 
trade and reputation), making it robust and scalable as the network 
expands.  

To sum up, AAI tries to serve where the previous solutions or the 
centralized cloud left off. It represents a comprehensive answer 
combining the best of both worlds: the scalability and technological 
innovation that the AI-driven, decentralized architecture can offer, with all 
of the trust, ease of use and community governance that we, as users, 
expect. The result is an open marketplace for computation demand and 
supply with unparalleled generality and efficiency, where requesters 
receive vastly lower costs and wait times (a transformative boon for the 
pace of AI development), while providers can monetize sunk costs by 
renting out idle computing power. It’s a win-win solution that solves the 
pain points of both sides at once. Now, it’s the perfect time for AAI’s 
approach — demand for AI and compute is at an all-time high, and trust 
in big cloud centers that are very centralized is on the decline. By 



providing a forward-looking, human-oriented value system, combined 
with AI power, the AAI is the world's go-to solution to meet the 
ever-growing needs of global computation. In doing so, it can finally 
marry global demand with global supply like nothing ever before, 
unlocking massive unutilized value and leading the industry towards a 
more decentralized and fair future. 

 



 

Solution 

Four pillars: Security, Flexibility, Cross-border, Cost Efficiency. 

 

Secure • Flexible • Cross-border • Efficient 

Secure: Zero Knowledge (ZK) and Trusted Execution Environment (TEE) 
options for regulated workloads, enabling enterprise and public-sector 
adoption. 

Flexible: Multi-stage, multi-technology contracting that avoids long-term 
lock-in and matches changing workload profiles. 

Cross-border: global price arbitrage, jurisdictional resilience, faster 
onboarding via unified compliance, tokenized settlement with reduced FX 
drag, policy-aware routing for data-residency, real-time placement that cuts 
cost and latency. 

Efficient: Minimize $/compute and time-to-deploy through auction-driven 
placement, multi-generation hardware matching, and standardized contracts. 

Secure • Flexible • Cross-border • Efficient 

 

AAI (Argentum AI) offers a comprehensive solution to current 
limitations in the compute marketplace by connecting compute 
requesters and providers through a decentralized open 
marketplace. Instead of relying on a single cloud vendor, AAI’s 
blockchain-based platform directly links those who need computing 
power (“senders”) with those who have spare capacity (“receivers”). This 
global marketplace enables real-time, transparent and competitive 
bidding on compute tasks, ensuring pricing reflects actual 
supply-demand conditions rather than fixed rates. Every task request is 
openly published, allowing multiple providers to propose execution at 
competitive rates. 



Efficiency underpins every pillar—Flexibility, Cost, Security, and 
Cross-border—by reducing unit cost, shortening provisioning time, and 
increasing sustained utilization.  

This market-driven pricing encourages cost efficiency and fair 
competition, in contrast to the inflexible, static pricing models of 
centralized cloud services. Through decentralization, AAI maximizes 
utilization of underused resources and prevents any single provider from 
monopolizing the market, leveling the playing field for providers of all 
sizes. Human participation is central: requesters can choose from bids 
or set parameters, and a community governance process (with features 
like quadratic voting to prevent large stakeholders from dominating) 
ensures that the rules of the marketplace are shaped collaboratively. 
This open participation and on-chain transparency build trust and 
ensure providers compete fairly on performance and reputation rather 
than sheer scale. 

A cornerstone of AAI’s approach is its AI-powered benchmarking 
assistant, which continuously learns from every computation performed 
on the network. As tasks are executed, AAI automatically collects 
detailed operational data – such as execution time, CPU/GPU cycles, 
memory usage, and even energy consumption – through its proprietary 
benchmarking tools. These accumulated metrics form a rich dataset that 
is used to train a dynamic benchmarking AI. Over time, this AI 
becomes adept at classifying incoming tasks (e.g. by their complexity, 
resource profile, or even by code language) and predicting the resources 
and time required for execution. For example, AAI categorizes tasks by 
the programming language and efficiency tier (from low-level languages 
like C++ to higher-level ones like Python), which helps estimate 
execution cost and time based on historical benchmarks. Using patterns 
learned from thousands of past jobs, the assistant can estimate 
execution costs and resource needs with increasing accuracy, giving 
requesters upfront guidance on how to structure their jobs. It might 
recommend an optimal budget or suggest refinements in the task 
description to avoid bottlenecks, thus helping users formulate better 
compute requests. Importantly, the AI assistant is not a static model but 
a continuously evolving system that adapts to new data in real-time – a 
sharp contrast to centralized services that rely on fixed performance 



models or infrequent manual benchmarking updates. In centralized 
clouds, users must choose from rigid instance types and pricing that do 
not account for a specific workload’s efficiency, often leading to 
over-provisioning or unpredictable performance.  

By comparison, AAI’s AI assistant provides live, adaptive performance 
estimates and pricing advice based on the latest network data, 
enabling more precise matching of tasks to resources and fairer cost 
assessments. This dynamic benchmarking and advisory system ensures 
that both requesters and providers benefit from the most up-to-date 
knowledge: users avoid overpaying or misconfiguring tasks, and 
providers are rewarded for true performance. In summary, AAI’s solution 
marries the openness of a human-driven marketplace with intelligent 
automation. The decentralized marketplace guarantees inclusion and 
fairness, while the benchmarking AI assistant acts as a continuously 
learning guide that drives efficiency, making the overall system far more 
responsive and rapidly adaptive than traditional cloud offerings with 
static metrics.  



Technical Architecture 

Overview 

The AAI platform is composed of four core layers working in unison: a 
user-friendly web portal, a decentralized network of compute nodes, a 
blockchain-based settlement layer, and an AI-driven benchmarking 
system. Each component plays a specific role in facilitating the 
marketplace and ensuring secure, efficient operations. 

●​ Web Portal (User Interface): The web application (and API) 
where users interact with AAI. Requesters use the portal to submit 
compute jobs with required parameters and upload code or data 
(all of which can be encrypted). They can then monitor bids, track 
execution progress, and retrieve results. Providers register and 
manage their compute nodes through the portal, specifying their 
hardware capabilities and viewing available tasks to bid on. The 
portal abstracts the complexity of blockchain interactions, providing 
a seamless experience with wallet integrations for payments and 
an overview of reputation scores, job history, and analytics for both 
parties. This front-end ensures accessibility for both developers 
and non-technical users, lowering the barrier to participate in the 
decentralized compute market.​
 

●​ Decentralized Compute Node Network: This is the distributed 
network of provider nodes (receivers) that execute tasks. Each 
node runs AAI’s client software, which connects to the 
marketplace, receives task descriptions, and submits bids or 
accepts jobs. The network is diverse, ranging from individual PCs 
with GPUs to institutional data centers and specialized AI 
hardware (TPUs, FPGAs), all contributing capacity. This 
heterogeneity allows tasks of any size and type to find suitable 
hardware at various price points. Nodes communicate in a 
peer-to-peer fashion, and each maintains a secure environment 
(such as a container or VM sandbox) to run jobs they receive. The 
distributed nature of the network removes any single point of 
failure and enables global, 24/7 availability. Resource providers are 
incentivized by direct token payments for their work, and their 



performance is tracked on-chain, building a public reputation over 
time.​
 

●​ Blockchain Settlement Layer: All transactions and agreements in 
the AAI marketplace are enforced by smart contracts on a 
blockchain. AAI is implemented on an Ethereum Layer-2 network 
(such as Polygon) for scalability and low fees. This settlement 
layer handles the posting of jobs, bidding process, escrow of 
funds, and payout of rewards in a trustless manner. When a 
requester submits a task, a smart contract escrows the offered 
payment in AAI tokens. Providers’ bids and acceptance are logged 
on-chain, creating an immutable record of the market’s operations. 
The blockchain’s Proof-of-Stake consensus ensures security and 
quick finality for these transactions. To support high throughput for 
many small compute jobs and rapid bidding, AAI uses scaling 
techniques like state channels (for frequent micropayments 
between senders and receivers) and optimistic rollups to verify 
off-chain computation results efficiently. The result is a real-time, 
transparent ledger of all marketplace activity: users can audit task 
postings, bids, completions, and payments, fostering trust. The 
blockchain layer also implements the governance mechanisms 
(voting, parameter changes) using the AAI token, and enforces 
automated penalties (such as slashing stakes for malicious nodes) 
via smart contract rules.​
 

●​ Benchmarking AI Layer: Surrounding the marketplace is AAI’s 
intelligent benchmarking and analytics layer – essentially the 
“brain” of the system. This layer ingests data from every completed 
task (e.g. runtime, resource utilization, energy consumed, result 
accuracy) and uses it to continually train machine learning models 
that improve the platform’s performance predictions. AAI’s 
proprietary benchmarking system measures each task on multiple 
dimensions (CPU cycles, memory bandwidth, watt-hours, etc.) and 
validates these metrics for accuracy. The collected data is stored in 
a repository, building a growing knowledge base of workload 
profiles. Machine learning algorithms then use this data to derive 
insights: for instance, clustering tasks by similarity, learning how 



code written in different languages or frameworks performs (AAI 
already segments jobs by language tiers to account for inherent 
efficiency differences), and correlating resource usage with cost. 
The AI layer provides real-time advisory services back to the 
portal and smart contracts – when a new task is submitted, it 
generates an estimated price range and expected execution time 
based on historical data of similar jobs. It also ranks provider 
nodes by their past performance, success rate, and efficiency for 
the task’s category, which can influence task assignment or be 
shown to requesters as a recommendation. This benchmarking 
assistant thereby ensures that pricing is fair and grounded in 
reality and that the most suitable nodes are matched to each task. 
Over time, as more tasks run, the AI continuously refines its 
models, making the system progressively smarter in scheduling 
and pricing. The result is a feedback loop where the training data 
from operations makes the marketplace ever more efficient and 
user-friendly: users receive guidance to improve their job 
configurations, and providers are steered toward best practices. 
This dynamic benchmarking layer is a unique asset of AAI, setting 
it apart from static cloud pricing models – it effectively learns the 
true performance of code in various environments and uses 
that knowledge to benefit the entire ecosystem.​
 

Task Lifecycle and Data Flow 

The end-to-end workflow of a compute task on AAI involves several 
phases, each leveraging the architectural components above: 

1.​ Task Submission: A requester formulates a compute task via the 
web portal by providing the executable code or container image, 
input data (if any), and requirements (e.g. minimum GPU memory, 
deadline for completion). They also specify a payment offer or 
budget in AAI tokens for the task. The task description is then 
published to the network (recorded in a smart contract 
transaction), and the offered payment is locked in escrow on the 
blockchain. At this point, the task is visible to all eligible provider 
nodes, although sensitive details or data can be encrypted so that 



only the executing node can decrypt them when chosen (ensuring 
privacy). Each task is identified by a unique job ID on the ledger for 
transparency.​
 

2.​ Pricing & Bidding: Once a task is announced, the competitive 
bidding process begins. Provider nodes that meet the task 
requirements (hardware/software criteria) signal their interest by 
submitting bids, which typically include the price (if different from 
the requester’s offer) or confirmation to do it at the offered price, 
and an expected turnaround time if relevant. Bids are posted 
on-chain or via an off-chain channel linked to the task ID, visible to 
the requester in real time. This transparent bidding allows the 
requester to see multiple offers and their associated reputation 
scores of providers. In many cases, the AAI benchmarking AI 
assists by suggesting a reasonable market rate for the task, so the 
requester’s initial offer is calibrated to attract bids. Because all 
providers can see the current bids, an efficient price discovery 
occurs, driving the cost toward a fair market value for the compute 
required. In scenarios where tasks are routine or the requester 
opted for an automated mode, the smart contract can be set to 
auto-select the lowest bid (or best value bid) after a predefined 
interval, thereby finalizing the match without manual intervention.​
 

3.​ Match & Dispatch: After the bidding phase (which could be 
near-instantaneous for small tasks or a short window for larger 
ones), a provider is selected to execute the task. This selection 
can be done by the requester manually (e.g. choosing a slightly 
higher bid from a highly reputable node for reliability), or 
automatically by the system based on criteria like lowest bid 
meeting the requirements and a minimum reputation threshold. 
Once a match is made, the smart contract formalizes the 
agreement: the chosen provider is assigned the task, and a 
transaction is recorded linking that provider’s node address to the 
job. The provider node is notified through the network and begins 
downloading the task payload (code and data). At this stage, the 
payment remains in escrow, and both parties are committed: the 
provider risks losing a stake or reputation if they fail to deliver, and 



the requester’s funds are locked until completion. The AAI platform 
may also initiate a secure communication channel or state channel 
between the requester and provider for transferring large datasets 
or streaming data, if needed, to avoid burdening the blockchain.​
 

4.​ Execution: The provider runs the job in a sandboxed execution 
environment on their hardware. This could be a container or 
virtual machine that isolates the task for security – ensuring the 
user’s code runs without affecting the host system and that the 
provider cannot access sensitive data in plaintext (if the task uses 
encryption or enclaves). During execution, the AAI node software 
on the provider’s machine closely monitors performance metrics. It 
records data such as execution time, CPU and GPU utilization, 
memory consumption, disk I/O, and possibly power usage, 
depending on the task’s nature. These metrics are periodically 
signed and can be reported back (either stored locally to include in 
the result or streamed to the benchmarking system). If the task is 
long-running, the state channel might handle micro-payments for 
progress milestones (ensuring that very lengthy jobs don’t require 
a single large escrow). The requester can track progress via the 
portal (e.g. percentage completed, interim results, or logs) if the 
provider exposes those. Throughout execution, security 
measures ensure integrity: for example, the code to be executed 
could have been hashed at submission and the node verifies this 
hash before running, guaranteeing that what runs is exactly what 
the requester provided (untampered). Similarly, the node might run 
the code in a verifiable computing framework or with deterministic 
replay options so that results can be audited later. In many tasks, 
especially AI model training, the correctness is not known until 
completion; however, the system can still detect anomalies (like 
the process deviating from expected resource bounds) with 
real-time monitoring alerts, and will abort or flag the task if 
something goes severely wrong (e.g. a sandbox escape attempt or 
hang).​
 

5.​ Validation & Result Delivery: Upon completion, the provider 
node packages the results (and any claimed performance metrics 



or proofs of work) and sends them back to the requester – 
typically, the result files are uploaded to a storage medium with a 
hash, and a transaction is sent to the blockchain with that hash 
and summary of execution. AAI then performs validation steps. 
Result validation depends on the task: for deterministic 
computations, the network could automatically verify correctness 
by recomputing a small random portion of the task on another 
node or by checking a known solution if available. In general, AAI 
employs cryptographic proofs of computation and 
cross-verification to ensure the provider truly performed the work 
as reported. One mechanism is a proof-of-execution where the 
provider includes a trace or cryptographic hash chain that only 
could be produced by actually executing the code (without going 
into complex detail, this could involve checkpoints or results that 
are hard to fake). Additionally, the historical reputation of the 
provider gives weight: a node with a long track record is less likely 
to risk slashing by cheating on a result. For high-value tasks, AAI 
can require multiple independent nodes to run the same job (or 
critical parts of it) and compare outputs, achieving Byzantine fault 
tolerance in results. The submitted performance metrics are also 
checked against expected ranges and the benchmarking models – 
if a provider claims to have done the task unusually fast or with 
surprisingly low resource use, the system can flag it for manual 
review or extra verification. Once the result is validated, it is 
released to the requester via the portal (the user can download the 
output, and any decryption key if the output was encrypted). The 
outcome (success or failure, metrics, and any notes) is recorded 
on the blockchain as an immutable public record.​
 

6.​ Settlement & Finalization: After successful validation, the smart 
contract automatically releases the payment held in escrow to the 
provider’s address. If the provider staked tokens for the job (a 
possible requirement for expensive tasks as collateral), those are 
released as well. The platform takes any applicable fee (which 
might be burned partially to support token economics) at this point. 
In case of a dispute or if validation fails (e.g. incorrect result or 
provider did not deliver by the deadline), the protocol can trigger a 



refund to the requester and penalize the provider – for example, by 
slashing a portion of their staked tokens and lowering their 
reputation score. Assuming success, both parties can optionally 
leave feedback, but the on-chain reputation system is 
automatically updated: the provider gains a completion credit, and 
their performance metrics from this job are added to their profile. 
Consistently successful execution with high efficiency will raise a 
node’s reputation, whereas failures or protocol violations will 
damage it. This reputation influences future job matching and 
serves as a track record of trust. Finally, all the data from the 
task (except any private payload content) becomes part of the 
benchmarking dataset. The task is considered finalized, and the 
marketplace cycle for that job is complete.​
 

Token Model and Incentives 

The AAI token is the lifeblood of the ecosystem, underpinning payments, 
staking, and governance. All transactions for compute services are 
conducted in the native token, creating an internal economy where token 
demand is tied to computational demand.  

Staking: To participate as a provider (and in some cases as a power 
user requester), stakeholders are encouraged to lock a certain amount 
of tokens into the network. Staking serves two purposes: (1) it acts as 
collateral to dissuade malicious behavior (nodes may lose part of their 
stake if they attempt to cheat or violate the protocol), and (2) it boosts 
the node’s reputation and access. In fact, AAI uses a mechanism where 
staking tokens yields enhanced reputation or priority for providers. 
Committed providers who stake demonstrate skin-in-the-game, which 
the system rewards with higher ranking and potentially better earning 
opportunities (e.g. being preferred for high-value tasks).  

Rewards: Besides earning tokens for executing tasks, providers can 
receive bonus incentives. The network may distribute additional token 
rewards to high-performing nodes periodically as “reputation rewards,” 
effectively sharing some of the platform’s fees or inflation with those who 
maintain excellent service. Likewise, efficiency rewards are embedded 
in the economic model: if a requester’s code is particularly efficient 



(using fewer resources than expected or using energy-saving 
techniques), they might pay less – for example, AAI could refund a 
portion of the fee or give a discount, encouraging users to optimize their 
computations. This creates a virtuous cycle where both sides are 
motivated to improve performance.  

Penalties: The token system also enforces penalties for wrongdoing. If a 
provider attempts fraud (like submitting fake results) or consistently fails 
to meet obligations, the smart contract can slash their staked tokens 
as a penalty. This loss of stake, along with reputation damage, is a 
strong deterrent against misconduct. Minor penalties can also include 
temporary suspensions or reduced priority for new tasks. For requesters, 
penalties are less common, but a user who aborts jobs unfairly or 
doesn’t honor payments would similarly lose tokens or face account 
limitations.  

Governance: AAI is governed by its token holders in a decentralized 
fashion. Owning tokens grants the right to vote on proposals that shape 
the network’s future – for example, adjusting fee rates, upgrading 
protocols, or allocating treasury funds. The governance model uses 
quadratic voting, meaning a voter’s influence scales with the square root 
of tokens they stake in a vote, preventing whales from dominating 
decisions. This ensures that governance remains democratic and 
community-driven, aligning with AAI’s mission of human participation. 
All governance actions (proposals, votes, outcomes) are executed via 
smart contracts on the same settlement layer, guaranteeing 
transparency. The token thus serves as a multi-faceted instrument: 
medium of exchange, security bond, and governance stake. By 
integrating economic incentives at every level, AAI’s token model aligns 
the interests of participants with the health of the network – honest, 
efficient providers earn more, careless or malicious actors lose stake, 
and all token holders have a say in the platform’s evolution. 

Governance, Trust and Security Model 

Security is paramount in AAI’s decentralized design, as it involves 
running arbitrary user code on provider hardware and financial 
transactions on-chain. The architecture employs multiple layers of 
security to establish trust without central oversight: 



●​ Secure Execution Sandboxes: Provider nodes run tasks in 
isolated sandboxes (such as Docker containers, VMs, or secure 
enclaves) to prevent any harmful effects of user-submitted code. 
This isolation means that even if a job contains malicious code, it 
cannot compromise the host system or other running tasks. 
Conversely, it also protects the user’s code and data from being 
inspected or altered by the provider. The sandbox restricts network 
access as needed and ensures that upon completion, all residual 
data can be wiped, preserving confidentiality. 

 

●​ Data Encryption & Privacy: All data transfers in AAI are 
end-to-end encrypted between requesters and providers. When a 
task is submitted, if it includes sensitive data or proprietary models, 
the user can encrypt the payload such that only the intended 
execution node can decrypt it (for instance, using the node’s public 
key). During execution, techniques like homomorphic encryption 
can even allow computations on encrypted data for certain AI 
tasks, so that the provider never sees the raw input or output. In 
cases requiring utmost privacy, zero-knowledge proof schemes are 
envisioned, where a provider can prove they have performed a 
computation correctly without revealing the actual data. These 
approaches, while complex, highlight AAI’s commitment to 
confidentiality. Providers, on their side, also benefit from privacy – 
they might not need to reveal proprietary details of their hardware 
or environment beyond what’s necessary for the task. 

 

●​ Authentication and Integrity (Signature Validation): Every 
critical action in the system is cryptographically signed. Users sign 
their task submissions and transactions with their private keys 
(through their wallet), guaranteeing authenticity of the request and 
preventing anyone from tampering with or impersonating requests. 
Providers likewise sign the results they return and any 
performance reports, which the network verifies against the 
provider’s known public key. This digital signature chain ensures 
that results truly come from the legitimate node that was assigned 



and have not been altered in transit. The blockchain layer 
inherently provides integrity for transaction records (tasks posted, 
bids, etc.), as any attempt to modify those would be rejected by the 
consensus mechanism. 

 

●​ Result Verification and Fraud Prevention: AAI uses a 
combination of on-chain and off-chain verification to ensure 
providers execute tasks correctly. As mentioned, a cryptographic 
proof-of-work-completion may be required for certain tasks – for 
example, a provider might supply a hash of the final state or 
intermediate checkpoints that the requester (or a verifier contract) 
can cross-check. The platform can also leverage redundant 
execution for verification: randomly select some tasks to be run by 
two independent nodes, and compare outputs to catch any 
discrepancies (with only the first node paid if both outputs match, 
or a dispute resolution if not). Providers are aware that any task 
could be audited in this way, which discourages cheating. The 
historical performance tracking further adds trust: because all past 
behavior is recorded, a node with dishonest actions will have that 
reflected in a poor reputation, visible to all. In summary, trust is 
earned and verified continually through cryptographic means 
and community oversight rather than assumed. 

 

●​ Network Security and Node Reliability: The underlying 
blockchain uses proven Byzantine-fault-tolerant consensus and 
Proof-of-Stake security so that the ledger of tasks and 
transactions cannot be easily attacked. In addition, AAI requires 
multisignature approvals for especially high-value transactions or 
withdrawals, adding an extra layer of security (e.g. large payouts 
might need an additional confirmation by the protocol or an arbiter 
contract). Regular security audits are conducted on the smart 
contracts and the node software. Updates are deployed carefully 
via the governance process to patch any discovered 
vulnerabilities. On the compute side, node operators are 
encouraged to harden their systems; the protocol may provide 



reference images or containers that are locked down for running 
tasks. If a node frequently goes offline or fails jobs, the monitoring 
system will flag it and reduce its workload until it proves stability, 
thereby maintaining overall reliability of the network. 

 

●​ Token and Economic Security: The incentive mechanisms 
themselves reinforce security. Because providers have stakes at 
risk and earn rewards for good behavior, there is a strong 
economic motive to follow the protocol honestly. Any attempt to 
cheat not only risks slashing but also loss of future earning 
potential due to reputation damage. Meanwhile, the escrow system 
protects requesters from upfront loss – the payment is only 
released when the agreed-upon results are delivered and verified. 
The community governance also plays a role in security: for 
example, if a particular vulnerability or exploit is found, token 
holders can vote on emergency measures (such as pausing 
certain operations or slashing a rogue actor’s stake) to protect the 
network. 

 

●​ Governance & Security. We operate a zero-trust, 
defense-in-depth program that combines end-to-end encryption, 
confidential computing, and independent assurance. Governance 
is transparent and jurisdiction-aware to support cross-border use. 

●​ Security primitives. E2E encryption in transit and at rest; 
per-tenant keys with HSM-backed KMS and automatic rotation; 
optional customer-managed keys; sealed storage and remote 
attestation for workloads running in TEEs (e.g., SGX/TDX, 
SEV-SNP). 

 

●​ Verifiability. Zero-knowledge proofs and attestations are used to 
verify placement, metering, and settlement without exposing 
customer data.​
 



●​ Compliance & policy. Unified KYC/AML, sanctions screening 
(US/EU/UN), data-residency policies, and export-control checks 
are enforced by the placement engine. 

 

●​ Assurance. Independent audits (SOC 2 Type II annually), ISO/IEC 
27001 certification roadmap, quarterly external penetration tests, 
continuous bug bounty, SBOM and signed releases; SLSA-aligned 
supply-chain controls. 

 

●​ Operations. 24/7 incident response, RTO/RPO targets for critical 
systems, tamper-evident logs, change-management with risk 
review, and coordinated vulnerability disclosure. 

 

●​ Governance. On-chain parameterization with an off-chain risk 
committee for security exceptions; audit reports and security 
advisories are published to stakeholders.​
 

Conclusion 

In conclusion, AAI’s technical architecture is robust and multifaceted, 
combining the openness and flexibility of a decentralized marketplace 
with rigorous security and intelligent automation. The web portal and 
user-facing services ensure ease of use, the distributed node network 
provides scalable compute power, the blockchain layer guarantees 
trust and fairness in transactions, and the benchmarking AI layer 
continuously improves efficiency and transparency. Through real-time 
data flow from submission to settlement, each task contributes to an 
ever smarter system. The careful design of the token incentives and 
security protocols fosters an environment where participants are 
motivated to collaborate honestly. AAI stands as a technically sound and 
innovative framework for an open compute market – one where 
performance data, market forces, and human governance intersect 



to drive rapid adaptation and fairness in a way that legacy centralized 
platforms cannot match.  



Revenue Model 

Revenue Model: Asset-light marketplace with diversified, usage-based 
monetization. Core economics scale with GMV and enterprise adoption 
while preserving cross-border efficiency and compliance. 

Core marketplace take rate (primary).​
 5–10% of GMV on completed jobs and reserved capacity.​
 Formula: Revenue_core = GMV × take_rate. 

Enterprise SLAs & Support.​
 Tiered annual contracts (priority placement, uptime credits, audit trails, 
dedicated KAM).​
 Formula: Revenue_SLA = Σ Tier_fee_enterprise. 

API & Integration fees.​
 Usage-based after free tier; optional premium connectors (ITSM, 
FinOps, SIEM).​
 Formula: Revenue_API = API_calls_billable × 
price_per_call + connectors_fees. 

Benchmarking & Analytics (AAI-CPI).​
 Subscriptions to real-time price index, telemetry, and cost governance 
dashboards.​
 Formula: Revenue_Analytics = Σ subscription_fees. 

Settlement & Escrow services.​
 Flat per-transaction fee for tokenized settlement, automated FX netting, 
invoicing, reconciliation.​
 Formula: Revenue_Settlement = tx_count × fee_flat. 

Asset & Power Optimization.​
 Optional AUM-style fee for provider yield optimization, placement 
automation, and power procurement; spread on power trading where 
permitted.​
 Formula: Revenue_Asset = managed_GW × fee_rate + 
power_spread. 



Premium placement & listings (optional).​
 Boosted auction visibility and curated catalogs for verified providers.​
 Formula: Revenue_Premium = Σ placement_fees. 

Token interaction (not revenue).​
 Protocol-fee burn and SLA-slashing sinks align token scarcity with 
activity; no post-TGE mint. 

Key KPIs.​
 GMV, take rate, fill rate, effective $/GPU-hour, time-to-first-compute, 
NRR, SLA compliance, utilization. 

Cost profile (asset-light).​
 COGS: chain fees, attestation, settlement ops.​
 Opex: R&D, Sales & Marketing, Compliance, G&A. 

Disclosure.​
 All fees are jurisdiction-aware; settlement, KYC/AML, and export-control 
policies apply to cross-border transactions. 

 



Tokenomics 

Total AGP Supply 

Fixed Supply: The native token of Argentum AI, AGP, has a fixed total 
supply of 1,000,000,000 AGP tokens. Beyond this cap, no additional 
tokens will be minted, ensuring a predetermined maximum supply. This 
model of fixed supply means AGP is non-inflationary; the number of 
tokens in existence will not increase. By capping the supply to 1 billion 
tokens, the project provides certainty to investors and users regarding 
the token's inflation and deflation dynamics. 

Deflationary Measures: There are mechanisms in place to prevent 
oversupply and potentially reduce the circulating supply over time, 
aligning with a deflationary tokenomics model if necessary. For example, 
any AGP tokens allocated for sale but not sold during the token sale will 
be burned, permanently removing them from circulation. This ensures 
the initial distribution is fair and that unsold tokens do not remain to dilute 
the ecosystem. In addition, the platform may employ buyback-and-burn 
programs using a portion of platform revenues or fees – meaning the 
team could periodically repurchase AGP from the open market and burn 
it – as a way to reward holders and reduce supply. Such deflationary 
tactics, if implemented, will be conducted transparently and will serve to 
counteract any inflationary pressures, effectively controlling the 
long-term supply of AGP. Importantly, with the total supply fixed and 
these burn mechanisms, the fully diluted supply of AGP will either 
remain constant or decrease over time, never increasing. 

Token Distribution and Vesting 

The allocation of AGP is designed to foster a healthy ecosystem by 
distributing tokens across key stakeholder groups while implementing 
lock-up periods and vesting schedules to encourage long-term 
commitment. Table 1 below summarizes the allocation breakdown of the 
total AGP supply, along with the vesting terms for each category. 
Following the table, we detail the initial circulating supply at launch 
versus the long-term distribution, and outline the vesting schedule that 
staggers token releases over several years. 



Allocation Breakdown 

In the initial token distribution, AGP tokens are divided into several main 
categories: Team, Investors, Community, Treasury, and Rewards. 
Each category’s allocation is expressed as a percentage of the total 
1,000,000,000 supply, along with the corresponding number of tokens. 
Vesting terms indicate how and when those tokens are unlocked. This 
structure ensures that no single group controls a disproportionate 
amount of tokens at launch and that token release into circulation 
happens gradually and predictably. 

Table 1: AGP Token Allocation by Category 

Category Allocation % of 
Total 

Supply 

Vesting / Release Schedule 

Team 150,000,000 
AGP 

15% Locked 12 months; then 
linear vesting over 24 
months (equal monthly 
release of 1/24 of allocation 
≈ 6,250,000 AGP per month, 
i.e. 150,000,000/24) after the 
initial lock-up. 

Investors 200,000,000 
AGP 

20% Partial release at TGE: a 
portion unlocked at launch 
(see initial distribution 
below); vesting for remaining 
tokens over 12 months. E.g., 
if 25% unlocked at TGE, the 
remaining 75% (150,000,000 
AGP) vests monthly over 12 
months ≈ 12,500,000 AGP 



per month ( 150,000,000/12 
). 

Community 200,000,000 
AGP 

20% Small TGE allocation for 
immediate community 
incentives (e.g. airdrops, 
bounties); vesting of the bulk 
of tokens over 36 months. 
For instance, if 5% 
(10,000,000 AGP) is used at 
TGE, the remaining 
190,000,000 AGP unlocks 
linearly ≈ 5,277,778 AGP per 
month ( 190,000,000/36 ). 

Treasury 150,000,000 
AGP 

15% Locked 12 months; then 
gradual release over 36 
months (approximately 
4,166,667 AGP per month, 
calculated as 
150,000,000/36). These 
tokens are held by the 
foundation/treasury for 
long-term development, 
partnerships, and ecosystem 
growth, and are released on 
a schedule to prevent market 
shocks. 

Rewards 300,000,000 
AGP 

30% Locked at TGE (not in 
circulation initially); used for 
user and network incentives 
released over ~5 years. This 
corresponds to a monthly 



emission of about 5,000,000 
AGP on average (based on 
300,000,000/60 months) to 
reward staking, data 
contributors, AI model 
providers, liquidity providers, 
and other participants who 
drive platform adoption. 

Notes: “TGE” stands for Token Generation Event (the moment of token 
launch/distribution). Percentages are relative to the total supply. The 
vesting schedules imply that tokens are released in equal increments 
(monthly in most cases) after any specified cliff (lock-up period with no 
releases). A “cliff” means no tokens from that allocation are released 
until the cliff period ends. For example, team tokens have a 12-month 
cliff, so none of those tokens enter circulation in the first year. 

As shown in Table 1, the Team allocation is 15% of the total supply 
(150,000,000 AGP), supporting the founders and developers. These 
tokens are locked for the first year and then released gradually over the 
next two years (in equal monthly tranches) to align the team’s incentives 
with the long-term success of the project. The Investors allocation (20% 
or 200,000,000 AGP) covers those who funded the project in pre-sale or 
public sale events. A portion of investor tokens is typically unlocked 
immediately at the Token Generation Event, while the remainder vests 
over 1 year to reward early supporters yet prevent immediate resale of 
all tokens. The Community allocation (20% or 200,000,000 AGP) is 
reserved for ecosystem-building activities – such as user airdrops, 
marketing campaigns, community rewards, and strategic partnerships. 
Only a small fraction of community tokens might be used at launch (for 
initial airdrops or promotions), with the vast majority subject to a 
multiyear vesting schedule (e.g. released linearly over 3 years) to 
continuously fuel growth and engagement. The Treasury (15% or 
150,000,000 AGP) is allocated to the project’s foundation or treasury for 
long-term needs (such as ongoing development, future expansions, or 
emergency funds). These treasury tokens are locked for the first year 
and then released gradually (over roughly 3 years) under the project’s 



control – often via governance decisions or according to milestone 
requirements – ensuring they are used judiciously and not dumped into 
the market. Finally, Rewards (30% or 300,000,000 AGP) constitute the 
largest share, earmarked for various incentive programs that drive 
platform usage. This category is essentially a reserve for user rewards 
(such as staking yields, data provider rewards, AI model training 
incentives, liquidity mining, etc.) and is released over a longer period (~5 
years). By distributing the rewards over several years, the platform can 
sustainably incentivize adoption and activity without overwhelming the 
token supply in the market at once. 

Initial vs. Long-Term Distribution 

Initial Circulating Supply (at TGE): At the moment of launch (TGE), 
only a small portion of the 1 billion AGP will be in circulation. In fact, the 
initial circulation is deliberately limited to ensure market stability and 
gradual introduction of liquidity. The tokens immediately circulating at 
TGE primarily come from two sources:  

1)​ Investor tokens unlocked at TGE, including any public sale tokens 
(which are typically 100% unlocked at launch) and any portion of 
private sale tokens scheduled to unlock at TGE; 

2)​A minor allocation of Community tokens used for initial airdrops or 
marketing (if any are planned right at launch). All other categories 
(Team, the bulk of private Investor tokens, most Community 
reserves, Treasury, and Rewards) are locked at TGE. 

In numeric terms, the initial circulating supply is only on the order of tens 
of millions of AGP. For example, given the above allocation, if investors 
have ~25% of their 200M tokens unlocked at TGE (including a public 
sale allocation) that would put about 50,000,000 AGP into circulation 
from investors immediately. Adding a possible community airdrop of, say, 
10,000,000 AGP, the initial circulating supply might be on the order of 
~60–80 million AGP (approximately 6–8% of the total supply). This is a 
relatively small float, underscoring that over 90% of AGP tokens are 
locked at launch and will be released gradually over time. Such a 
conservative initial release helps prevent oversupply and allows the 
market to find a reasonable price for AGP without excessive sell 
pressure on day one. 



Long-Term Distribution: Over the ensuing years, the circulating supply 
will increase as vested tokens unlock according to their schedules. 
Figure 1 outlines the token release timeline – the percentage of total 
supply released at various time milestones. All tokens will be fully 
unlocked by the end of the vesting periods (no later than five years from 
TGE, when the last of the Rewards tokens are distributed). This staged 
unlock ensures a long-term commitment by team and investors and 
aligns with the growth of the platform’s user base and utility: 

Figure 1: Cumulative Supply Release Timeline (Approximate) 

 

Time After 
TGE 

Cumulative 
% of Total 

Supply 
Circulating 

Notes 

At launch 
(TGE) 

~8% Initial circulating supply from token sale + any 
airdrops. 

1 year ~30–35% All Investor tokens fully unlocked by ~12 
months; Community and Rewards in early 
stages of distribution; Team and Treasury still 
locked. 

2 years ~60% Team tokens begin vesting after 12-month cliff 
(now partially released); Community tokens ~⅔ 
released; Rewards pool ~40% distributed; 
Treasury starts gradual release. 



3 years ~80–85% Team allocation fully vested by 36 months; 
Community tokens fully released; Treasury 
mostly released; Rewards ~60% distributed. 

4 years ~95% Treasury allocation fully released by ~48 
months; Rewards ~80% distributed. 

5 years 100% All AGP tokens fully unlocked – Rewards pool 
fully distributed by 60 months; no new token 
emission afterward. 

As shown above, the majority of tokens remain non-circulating in the first 
year, with a steep increase in circulating supply between year 1 and year 
3 as investor, team, and community allocations gradually unlock. By the 
end of year 1, roughly one-third of the total supply is circulating. By year 
2, over half of the supply is released as both private investor tokens and 
a significant portion of community and reward tokens have entered the 
market. The peak release periods occur in year 2 and year 3, when team 
tokens (15% of supply) vest and community tokens (20% of supply) 
complete their distribution. By the end of year 3, around 80–85% of all 
AGP are in circulation – at that point, all team, investor, and community 
tokens have been released, leaving only treasury and the tail end of the 
rewards program still trickling out. Years 4 and 5 see the final portions of 
the treasury and reward tokens released, bringing the circulating supply 
to 100% by the 5-year mark. After 5 years, no further token unlocks are 
scheduled – the full 1,000,000,000 AGP will be in circulation (minus any 
tokens that might have been burned), and any increase in circulating 
supply beyond that point would only come from deflationary reductions 
(if tokens are burned) rather than new issuance. 

This vesting approach ensures a measured release of tokens. It 
prevents sudden large influxes of supply that could destabilize the 
token’s price, and it aligns all participants with the project’s long-term 
success. Early investors and team members are incentivized to stick 



with the project through the vesting periods, while the community and 
platform users benefit from the continuous incentives funded by the 
rewards allocation. 

AGP Token Utility 

The AGP token is the lifeblood of the Argentum platform, designed with 
multiple utility features that drive demand and engagement. As an 
integral part of the AAI ecosystem, AGP’s core utilities include: 

●​ Medium of Exchange for Services: AGP is used as the primary 
payment currency within the Argentum Data & AI Exchange. 
Participants use AGP to pay for platform services such as 
purchasing datasets, accessing AI models or algorithms, and 
renting computation power. This creates organic demand for the 
token as the platform’s usage grows. For example, if a user wants 
to obtain a particular dataset or API call from the exchange, they 
would spend AGP tokens to transact. Suppliers of data or AI 
services in turn earn AGP, which they can hold or use within the 
ecosystem. 

 

●​ Staking and Access: By staking AGP, users can unlock various 
benefits and functionalities on the platform. For instance, service 
providers (like data curators or AI model developers) may be 
required to stake AGP to gain listing privileges or higher visibility 
on the exchange, which helps ensure commitment and quality. 
Similarly, end-users might stake tokens to gain premium access or 
discounted fees. Staked AGP could also be used as collateral for 
certain services or to secure platform governance roles (e.g., 
becoming a validator or node in any decentralized aspects of the 
exchange). In return for staking, users often receive rewards (from 
the above-mentioned Rewards pool) or a share of platform fees, 
incentivizing active participation. 

 

●​ Governance Rights: AGP token holders will be able to participate 
in governance of the platform, aligning with decentralized 



principles. This means AGP acts as a governance token – holders 
can vote on proposals related to platform development, changes to 
fee structures, the introduction of new features, reward 
distributions, and other important decisions. Governance might be 
exercised through a DAO (Decentralized Autonomous 
Organization) structure or a governance portal where each AGP 
token can represent one vote (or a weighted vote). This empowers 
the community of token holders to have a direct say in the project’s 
future, making AGP not just a utility token but also a governance 
stake in the ecosystem’s direction. 

 

●​ Incentives and Rewards: AGP is fundamental to the platform’s 
incentive schemes. As described, a significant portion of the token 
supply (30%) is allocated to Rewards. These tokens are distributed 
over time to reward beneficial activities, such as: providing liquidity 
(if the platform includes a decentralized exchange component for 
AGP trading), referring new users or customers, contributing 
high-quality data sets or AI models to the marketplace, and 
maintaining infrastructure (for example, running nodes or 
performing computations for the network). By awarding AGP for 
these contributions, the ecosystem encourages user growth, 
data/provider onboarding, and overall network effects. Users who 
actively engage with and grow the platform are compensated in 
AGP, creating a virtuous cycle of growth -> reward -> further 
growth. 

 

●​ Discounts and Premium Features: Holding AGP may confer 
economic advantages on the platform. For example, users who 
pay service fees in AGP or hold a certain amount of AGP could 
receive discounted fees (similar to exchange tokens that offer 
trading fee discounts). Additionally, premium analytics or advanced 
features of the platform might be exclusively accessible to users 
who lock or spend AGP. This drives adoption of the token as users 
seek to reduce costs and access better tools by leveraging AGP 
holdings. 



Overall, the AGP token is designed to align incentives across all 
participants of the Argentum AI. Service providers are motivated to 
accept and hold AGP because it grants them platform benefits and 
governance voice; users are motivated to acquire AGP to use services, 
save on fees, and earn rewards; and the project team is invested in 
increasing AGP’s utility and value, as their tokens vest over time and are 
valuable only if the platform succeeds. The multi-faceted utility – 
spanning payments, staking, governance, and rewards – ensures that 
AGP is deeply woven into the platform’s usage and growth, rather than 
being merely a fundraising device. 

Inflation Control and Supply Management 

As noted, AGP follows a fixed-supply model with proactive measures for 
supply management. There is no built-in inflation – all tokens were 
created at TGE and distributed as per the tokenomics plan, and the 
smart contract does not continuously mint new tokens. The emission of 
tokens occurs only via the release of pre-allocated tokens (through 
vesting from locked pools), not through inflationary minting. This means 
that after the initial distribution is complete (approximately five years 
post-launch), the supply will remain capped at 1,000,000,000 AGP, 
minus any tokens that have been burned. 

On the contrary, the design leans towards deflationary aspects: supply 
can decrease over time if tokens are burned. The project has the ability 
to burn tokens under certain circumstances – for example, burning 
unsold tokens from any sale as mentioned, or potentially burning a 
portion of tokens spent as fees on the platform. If the platform 
implements a fee-burning mechanism (a common approach in 
exchange-related tokens), a percentage of each transaction fee paid in 
AGP could be automatically taken out of circulation (sent to an 
unrecoverable burn address). This would tie platform activity to token 
scarcity: the more the platform is used, the more tokens might be 
gradually burned, increasing the rarity of the remaining AGP. 

Such inflation control mechanisms ensure that AGP’s value is protected 
from dilution. Investors and token holders can be confident that the 
circulating supply is being released according to a transparent schedule 
and that no surprise inflation will occur. In fact, with potential burning, the 



circulating supply could become deflationary, meaning it shrinks over the 
long term, which could exert upward pressure on the token’s value 
assuming steady or growing demand. All changes to the token supply 
mechanisms (like any decision to initiate buybacks or burns using 
revenue) would likely be subject to community governance approval, 
with the goal of balancing platform growth incentives and token holder 
value. 

In summary, the Tokenomics of AGP are crafted to support a robust and 
sustainable ecosystem. The 1,000,000,000 AGP total supply is 
distributed across key stakeholders with carefully considered vesting 
schedules to promote long-term engagement. The token’s multifaceted 
utility (as a payment method, staking asset, governance token, and 
reward currency) ensures it will be in continuous demand and use within 
the platform. Finally, a fixed supply combined with deflationary measures 
(burns of unsold tokens and possible fee burns) provides inflation 
control, aligning the token’s availability with the platform’s growth and the 
community’s best interests. This tokenomics design aims to foster a 
healthy token economy where value is steadily accrued by those who 
contribute to and believe in the Argentum (AAI) ecosystem.  



Governance Model 

AAI’s governance model is designed to be decentralized, transparent, 
and adaptive, blending human community decision-making with 
data-driven insights from an AI advisor. Governance in the Argentum AI 
(AAI) empowers AGP token holders to shape the network’s evolution, 
from technical parameters to new feature adoption, while an adaptive AI 
agent provides non-binding recommendations to optimize operations. 
This section outlines how proposals are introduced and decided, the 
quadratic voting system, the role of AGP staking in governance, the 
integration of an AI advisory agent, emergency governance measures, 
and the roadmap toward full decentralization. 

Decision-Making Process 

Proposal Creation and Discussion: Any community member meeting 
the requirements (e.g. holding or staking a minimum amount of AGP) 
can introduce a governance proposal. Proposals typically cover a wide 
range of network decisions, including: 

●​ Network Parameters – adjustments to technical settings (e.g. 
performance or security configurations) to optimize platform 
efficiency. 

●​ Fee Structures – modifications of fee rates or revenue distribution 
to maintain competitiveness and fair incentives. 

●​ New Features – implementation of new functionalities or protocol 
upgrades based on community needs and feedback. 

●​ Partnerships – approvals of strategic partnerships or integrations 
to expand the ecosystem. 

●​ Treasury Allocation – use of treasury funds for development, 
marketing, or other initiatives that support the network’s growth. 

Each proposal is posted to a public forum or governance portal where it 
is debated openly. Community members discuss the proposal’s merits, 
ask questions, and suggest improvements. This deliberation period 
(pre-defined and time-locked on the governance platform) ensures that 
all stakeholders have sufficient time to consider the change and voice 
their opinions before any vote occurs. The adaptive AI advisor 
(described later) can also weigh in by providing data-driven analysis of 



the proposal’s potential impact, helping inform the debate. Throughout 
this stage, transparency is paramount – all discussions and proposal 
details are publicly accessible.  

Voting and Approval: After the discussion period, the proposal moves 
to a formal on-chain vote. Staked AGP token holders are eligible to 
vote, with each voter’s influence determined by the quadratic voting 
mechanism (to prevent simple token-weighted plutocracy, as detailed 
below). The voting phase is open for a fixed time window, during which 
token holders cast their votes. AAI employs quadratic voting with 
participation thresholds and time locks to ensure fair and deliberate 
outcomes. In practice, this means: 

●​ A minimum quorum of voter participation is required for the vote to 
be valid, ensuring that a critical mass of the community is engaged 
before changes are adopted; 

●​ The voting period is time-locked – it remains open for a set 
duration regardless of early vote outcomes, so that late-coming 
voters still have an opportunity to contribute to the decision. 

Once the voting period closes, the outcome is determined. Many 
proposals require a simple majority of the weighted votes to pass, while 
certain critical decisions (for example, fundamental protocol changes) 
might impose a higher approval threshold (e.g. supermajority) for extra 
safety. If the required quorum and majority are achieved, the proposal is 
considered approved.  

Execution of Decisions: For approved proposals, AAI ensures 
transparent execution of the changes. Whenever possible, proposals are 
implemented automatically via smart contracts – for instance, a change 
to a protocol parameter can be executed by the governance contract 
itself once the vote passes. In cases where off-chain action is needed 
(such as forming a partnership or deploying a major software upgrade), 
the core team or relevant working group carries out the decision with full 
transparency and public verification. All governance decisions and their 
implementation results are recorded for the community to review, 
ensuring accountability. This commitment to transparency in execution 
builds trust that the collective decisions are honored exactly as voted. If 



a proposal fails to meet quorum or approval criteria, it is rejected (or may 
be revised and re-submitted in the future after addressing feedback). 

Quadratic Voting Rights 

To make governance more equitable, AAI utilizes a quadratic voting 
system for tallying votes. Rather than a one-token-one-vote approach 
(which would allow large holders to dominate), quadratic voting requires 
voters to spend an increasing amount of tokens for each additional vote 
they cast. In effect, a voter’s influence grows by the square root of the 
tokens they are willing to commit, not linearly. For N votes, a voter must 
expend N² voting credits (tokens) – for example, while 1 vote costs 1 
token, acquiring 10 votes would require 100 tokens, and 1,000 votes 
would require a hefty 1,000,000 tokens.  

This quadratic cost curve means that token “whales” cannot simply 
steamroll a vote without incurring extremely large token costs, thereby 
leveling the playing field for smaller stakeholders. In practice, quadratic 
voting allows all participants to express the intensity of their preferences, 
but it discourages any single party from overwhelming the decision by 
making excessive voting very expensive.  

Small and mid-sized token holders gain a more meaningful voice in 
governance decisions, promoting decentralization and broad 
participation. Meanwhile, larger holders can still exert influence on 
issues they care deeply about – but only in a proportionally fair manner 
that doesn’t scale linearly with their holdings. This system encourages 
voters to allocate their votes thoughtfully to the proposals they prioritize 
most, achieving a balance between majority rule and minority rights. 
Overall, quadratic voting aligns with AAI’s vision of democratic, 
community-driven governance by preventing disproportionate power 
concentration. 

Staking AGP for Governance 

AGP token holders obtain governance rights by staking their tokens in 
the AAI platform’s governance contract. Staking is the act of locking 
AGP tokens for a period of time, signaling a long-term commitment to 
the network. When users stake AGP, they effectively activate their 



governance power – only staked tokens count towards voting, which 
ensures that voters have “skin in the game.” In other words, holding AGP 
gives the option to participate in governance, but staking AGP is what 
grants active voting power and proposal rights in the ecosystem. This 
requirement protects the governance process from short-term 
speculators; only those willing to commit their tokens to the network’s 
future can influence decisions. Staked governance participants can both 
vote on proposals and submit new proposals (subject to any minimum 
stake or reputation thresholds that may be in place to prevent spam 
proposals). The staking mechanism not only secures voting rights, but 
often ties into a contributor’s reputation and other benefits in the 
network.  

For example, AAI’s design links staking to a reputation system: 
committed participants who lock up tokens gain enhanced reputation 
scores and access to higher network rewards. This means active 
governors may also enjoy perks like better access to resources or fee 
reductions on the platform, aligning their incentives with productive, 
long-term engagement. From an implementation standpoint, when an 
AGP holder stakes their tokens for governance, those tokens might be 
held in a special smart contract during the staking period. The staker 
then receives voting credits or power (subject to quadratic weighting) 
corresponding to their staked amount. Each AGP token staked 
represents a voice in governance (with quadratic weighting applied per 
the voting system).  

Staked tokens typically have to remain locked until after voting periods 
conclude (and potentially for some cooldown time after) to prevent users 
from rapidly withdrawing right after voting. This lock-in further ensures 
that voters remain aligned with the network’s outcomes. To encourage 
participation, stakers may also receive governance rewards – for 
instance, a portion of network fees or newly minted tokens could be 
distributed to active voters or those who have staked, as a reward for 
securing the network’s governance. (Such incentives would come from 
the Rewards allocation of the token supply, as outlined in the 
tokenomics.) These rewards, combined with the intrinsic influence 
staking provides, create a virtuous cycle: users are motivated to stake 
and vote, which in turn leads to more robust governance and a healthier 



platform. In summary, staking AGP is the gateway to AAI’s governance, 
converting passive token holding into active influence over the platform’s 
direction. 

AI Advisory Role in Governance 

A unique aspect of AAI’s governance vision is the integration of an 
adaptive AI agent as an advisory assistant in the decision-making 
process. This AI agent does not have any voting power and cannot 
override human decisions; instead, its role is to continuously analyze the 
platform’s operational data and provide informed recommendations to 
the community. By blending human judgment with machine intelligence, 
AAI aims to achieve governance that is both democratically legitimate 
and highly informed by real-time data.  

Benchmarking and Operational Optimization: AAI’s platform already 
employs proprietary benchmarking and monitoring tools to track 
performance across multiple dimensions of the network. For example, 
the system measures metrics like computational throughput, resource 
utilization efficiency, task completion times, accuracy of results, and 
more. The adaptive AI agent is specialized in digesting this vast stream 
of operational data. It continuously benchmarks the network’s 
performance and can detect trends or anomalies that might require 
governance attention. For instance, if the AI observes that transaction 
throughput is consistently falling or that certain resource providers are 
underperforming, it might flag a need to adjust a network parameter or 
update the incentive model.  

Data-Driven Proposals and Recommendations: The AI advisor can 
formulate non-binding recommendations based on its analyses. It might 
suggest specific proposals – for example, “reduce the network fee by 
10% to improve competitiveness because the AI has identified 
under-utilization of resources”, or “increase the reward for GPU 
providers in region X because demand there outstrips supply by Y%.” 
These suggestions are backed by data and benchmarking insights that 
the AI has gathered over time. The agent might also run simulations or 
what-if scenarios to predict the impact of a potential change, giving the 
community a preview of outcomes. All such recommendations are 
presented to human governors as advisory inputs – much like an expert 



consultant or analyst report – which the community can then debate and 
decide whether to act upon. AI-Enhanced Deliberation: By summarizing 
complex data into human-readable insights, the AI helps augment the 
community’s discussions. It can provide real-time alerts for any urgent 
issues (for example, detecting a security anomaly or network 
congestion), ensuring that governance can respond promptly to 
fast-developing situations. During normal operations, the AI’s input might 
include periodic reports on network health, efficiency, and user behavior 
patterns.  

This assists voters in making more informed decisions, as they have 
objective metrics and analyses to consider alongside subjective 
community sentiments. Indeed, industry experts note that AI can enable 
decentralized organizations to make better governance decisions and 
increase efficiency by providing timely analysis.  

AAI’s approach leverages this potential: the AI collapses complex 
operational context into actionable intelligence, which is invaluable given 
the technical nature of decisions (many proposals involve performance 
tuning, which the AI’s benchmarking is well suited to evaluate). 
Importantly, the AI advisor does not have a vote and cannot enforce 
decisions. It serves at the community’s behest – a tool to assist, not an 
authority.  

All final decisions rest with the human AGP holders and their elected 
delegates. The governance process may formally incorporate the AI’s 
role by, say, requiring that major proposals include a “report from the AI 
advisor” about projected impacts, or by allowing the AI to automatically 
put forward recommendations for consideration (which still must go 
through the normal proposal and voting procedure).  

This synergy of human and artificial intelligence is at the heart of AAI’s 
governance vision: human creativity, values, and democratic deliberation 
guided by the data-driven objectivity and optimization insights from AI. 
Over time, as the AI learns from past decisions and their outcomes, its 
recommendations should become even more adaptive and finely tuned 
to the AAI ecosystem’s needs – all while the community remains firmly in 
control of the steering wheel. 



Emergency Governance and Upgradability 

While the standard governance process is designed to handle most 
decisions, AAI recognizes that extraordinary circumstances may require 
swift action. To safeguard the network and its users, the governance 
model includes emergency procedures and a controlled upgradability 
mechanism:  

Emergency Governance Procedures: In the event of a critical issue – 
for example, a severe security vulnerability, a smart contract bug being 
exploited, or any scenario where waiting through the normal voting 
period could cause significant damage – AAI can invoke an emergency 
process. During an emergency, a multisignature Emergency Council 
(initially composed of core team members and possibly trusted 
community representatives) is empowered to take immediate protective 
actions. These actions might include temporarily pausing certain smart 
contracts or transactions, patching a vulnerability, or rolling back a recent 
change if it’s causing catastrophic failure. The use of a multi-signature 
scheme (requiring multiple authorized signatures) ensures that no single 
actor can abuse emergency powers. For example, a predefined 3-of-5 
multisig (or higher threshold) could be required to execute any 
emergency change, providing checks even in urgent times.  

Any emergency measure taken is transparent and accountable: the 
details of the intervention are publicly disclosed to the community as 
soon as possible. Moreover, emergency actions are by nature temporary 
fixes. After the immediate threat is resolved, the issue must be brought 
to the broader governance community for review and a long-term 
decision. For instance, if a contract was paused or modified to stop an 
exploit, a formal proposal will subsequently be put forth for the 
community to approve a permanent fix or to ratify the emergency action 
post-hoc. In this way, even when the core team or emergency council 
acts quickly to protect the network, the community ultimately validates 
and guides the final outcome. This balances responsiveness with 
decentralization: the network can react in seconds or hours if needed, 
but long-term authority stays with token holders.  

Protocol Upgradability: AAI’s smart contracts and platform 
components are built with upgradability in mind, so the system can 



evolve over time through governance. Key contracts may use 
upgradeable proxy patterns or modular architectures, whereby new 
implementation logic can replace or extend old logic. Upgrades to the 
protocol (such as deploying a new version of a resource-allocation 
algorithm, or migrating to an improved governance contract) are subject 
to governance approval under normal circumstances. A proposal to 
upgrade a contract would go through the usual proposal and voting 
cycle; if approved, the designated upgrade can be executed, altering the 
platform’s code or parameters as specified. This ensures the platform 
can adapt to new requirements, integrate improved technologies, or fix 
issues with the community’s consent. In early phases, for safety, the 
core development team or foundation might hold a multisig key that has 
the technical ability to upgrade contracts. This is a common practice to 
allow rapid iteration and fixes immediately after launch.  

However, AAI is committed to decentralization: such powers are 
intended to be progressively decentralized. Interim steps could include 
migrating upgrade keys to a community-controlled multisig or timelocking 
upgrades so that any upgrade action has a delay during which the 
community can veto if it was not governance-approved. Ultimately, the 
goal is that all protocol upgrades are decided by governance and 
executed via smart contracts without any privileged backdoors. Until that 
point, any use of upgradability by the core team (outside of 
emergencies) will be done with openness and, preferably, prior 
community signaling (e.g. using off-chain “temperature check” votes to 
gauge support before using an admin key).  

In summary, AAI’s governance provides a safety valve for emergencies 
and a path for continuous improvement. The emergency procedures 
protect the network’s integrity in crises, while the upgradability 
framework, governed by the community, ensures the platform can evolve 
and improve over time without compromising decentralization principles. 

Decentralization Roadmap 

AAI’s governance structure will mature over time, following a roadmap 
from initial team-led management to full community-driven control. At 
launch, the project’s core team will naturally play a significant role in 
governance to bootstrap the network – they will define initial parameters, 



deploy smart contracts, and handle immediate decisions as the 
community and token distribution are still nascent. However, from day 
one the intention is to involve the community and start transferring 
decision power to AGP holders as soon as practicable. The 
decentralization roadmap aligns with the token release schedule and 
project development phases: 

●​ Phase I – Launch (2025): The project launches with the core 
functionality and a small circulating supply of AGP. In this phase, 
the core team steers most decisions to ensure stability. 
Governance is introduced in a limited form: token holders may be 
able to vote on a few non-critical parameters or test out advisory 
votes. The foundation may hold administrative keys as a safeguard 
during the platform’s infancy. This is also the phase where the 
community is educated about the governance process and initial 
community leaders emerge. 

●​ Phase II (2025–2026): As the user base grows and more tokens 
are distributed (Phase II will see the supply grow to roughly 75% of 
the total), community participation in governance increases. The 
governance portal/DAO is fully launched, enabling on-chain 
proposals and votes for a wider range of decisions. The core team 
begins ceding control: for example, treasury allocations and minor 
upgrades are now put to community vote. The emergency multisig 
may start to include elected community members, not just core 
developers. This phase likely includes “guardrails” – for instance, 
governance might have limits on what can be changed without 
team review, but those limits expand over time as confidence in 
the process grows. 

●​ Phase III (2026–2028): By this phase, the majority of AGP tokens 
have been released to the market (approximately 93.75% by the 
end of Phase III, i.e. 15/16 of the supply). Ownership of the 
network is now broadly distributed among participants. 
Governance becomes primarily token-holder driven. The project 
team’s special powers (like upgrade keys or veto rights) are largely 
removed or handed over to the community. All regular protocol 
upgrades, fee changes, and other core decisions are handled 
through formal AAI Improvement Proposals and votes. The AI 
advisor is fully integrated into the governance workflow by this 



point, providing regular recommendations that the 
now-experienced community can evaluate. The decentralized 
ethos is strong: even core team members must propose changes 
via the same governance process, and their proposals succeed or 
fail based on community merit, not unilateral authority. 

●​ Phase IV (2029 and beyond): AAI reaches a state of full 
decentralization and autonomy. By 2029, all AGP tokens are in 
circulation and the ecosystem is fully mature. Governance is 
conducted entirely through the decentralized DAO mechanisms 
with no centralized overrides. The core team transitions to the role 
of facilitators and contributors – they may continue to build and 
suggest improvements, but ultimate control lies with the token 
holders. The community may elect committees or representatives 
for specialized domains (such as a technical steering committee or 
a treasury management committee), but these too are accountable 
to token-holder votes. The governance process at this stage might 
incorporate on-chain reputation or delegation (where AGP holders 
delegate their voting power to trusted delegates), to manage high 
participation in a large community. AAI at Phase IV functions as a 
self-governing network: proposals can come from anyone in the 
community, and decisions are executed without requiring 
permission from any founding entity. The AI advisor continues to 
serve the community, and perhaps additional AI tools are 
introduced to manage the growing complexity of a global network – 
but always under human oversight. 

This long-term roadmap ensures a gradual and responsible 
decentralization. In the early stages, it acknowledges the need for 
coordination and rapid response (which a small team can provide), but it 
sets clear milestones to dilute and decentralize power as the system 
gains users and resilience.  

By tying governance power to the token distribution timeline, AAI aligns 
incentives: as more community members acquire and stake AGP, they 
naturally inherit the governance reins from the initial team. The process 
is transparent and intentional, avoiding both abrupt handovers that could 
jeopardize stability and overly prolonged central control that would 
undermine the project’s decentralized mission.  



In conclusion, AAI’s governance model is a hybrid of innovative 
mechanisms and principled decentralization. Proposals are 
community-driven and decided via quadratic voting to ensure fairness. 
AGP token staking underpins the governance rights, rooting decisions in 
committed stakeholders. An AI agent provides continuous feedback and 
optimization suggestions, marrying human collective wisdom with 
machine intelligence for superior outcomes. Safety nets like emergency 
procedures and upgradability exist to protect and adapt the network, but 
they are constrained and ultimately governed by the community. And 
over time, the governance of AAI transitions fully into the hands of its 
users, fulfilling the promise of a decentralized exchange for data and AI 
compute, governed by those who use it. This robust governance 
framework will help AAI remain agile, secure, and community-centric 
as it grows, ensuring that no single entity – human or AI – ever 
unilaterally controls the ecosystem’s destiny. 
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Legal Considerations and Regulatory Compliance 

AAI is committed to operating within all applicable legal frameworks in its 
target jurisdictions. This section outlines the regulatory compliance 
approach for the AAI platform and its AGP token, addressing United 
States securities and commodities laws, European Union crypto-asset 
regulations, data privacy requirements, entity structuring, KYC/AML 
procedures, and key risk disclosures. The aim is to ensure that AAI’s 
operations and token distribution are fully compliant and transparent, 
while protecting users and the project from legal and regulatory pitfalls. 

AGP Token Classification: Utility Token (Not a Security) 

AAI affirms that the AGP token is intended to function as a utility token, 
not a security. This means AGP’s primary purpose is to provide access 
to features and services within the AAI platform (such as task creation, 
AI resource access, or governance utilities), rather than to serve as an 
investment vehicle. In making this determination, AAI has carefully 
considered the U.S. Securities and Exchange Commission’s (SEC) 
guidance on digital assets. Under the Howey test, a token is generally 
deemed a security (investment contract) if purchasers have a 
reasonable expectation of profit derived from the efforts of others. By 
contrast, utility tokens are designed for consumptive use – their value to 
holders comes from the goods or services they can purchase or the 
rights they confer, not merely from resale on secondary markets. AAI 
has structured AGP so that any potential appreciation in its value is 
incidental to its intended functionality. The token will be marketed and 
used for its utility in the AAI ecosystem – for example, as the medium for 
task rewards, staking for platform services, or governance voting – 
rather than for passive investment. This emphasis on function over profit 
expectation aligns with SEC guidelines, which note that digital assets 
with clear consumptive use and limited transferability are less likely to be 
deemed securities. In essence, purchasers of AGP should be motivated 
by its use on the platform, not by an expectation of speculative profit. By 
taking this approach, AAI positions AGP as a utility token under both 
U.S. and international definitions (for instance, the EU’s MiCA defines a 
utility token as a crypto-asset intended only to provide access to a 
service or product of its issuer). It should be noted, however, that simply 



calling a token a “utility token” does not automatically exempt it from 
securities laws – regulators will look at the economic reality of the token 
and its distribution. AAI is therefore taking a compliance-first stance: 
even while asserting utility token status, the project will implement 
precautions to avoid triggering securities regulations. This includes 
carefully designing token sale terms, avoiding any fundraising 
representations that could imply an investment contract, and ensuring 
that the platform is functional and the token usable from the outset (so 
purchasers are not relying on AAI’s managerial efforts for future profits). 
By clearly delineating AGP’s utility and decentralized usage, AAI lays a 
strong foundation to argue that AGP is not a security under the Howey 
test. Nevertheless, as detailed below, AAI will still follow best practices 
and seek applicable exemptions during any token sale to fully comply 
with U.S. law, providing additional legal assurance. 

United States Regulatory Compliance 

SEC Guidance and Securities Law: In the United States, AAI’s top 
priority is to comply with SEC regulations and guidance on digital assets. 
The SEC has stated that many token sales may involve securities 
offerings, and it has increased scrutiny on ICOs and token sales. AAI 
has proactively analyzed the AGP token against the SEC’s criteria to 
ensure it does not constitute an “investment contract.” As discussed, 
AGP is structured as a utility token without a built-in profit promise. No 
dividends, revenue shares, or passive income rights are attached to 
AGP. Additionally, AAI will avoid any language in marketing or 
documentation that could be interpreted as promising price appreciation 
or investment returns. By emphasizing AGP’s role in accessing platform 
services and by launching the network with functional utility, AAI aligns 
with SEC FinHub guidance that tokens primarily used for consumption 
on a platform are less likely to trigger securities laws. Reg D and Reg S 
Exemptions: Out of an abundance of caution and to plan for all 
scenarios, AAI will structure any token sale or distribution in the U.S. to 
fit within registration exemptions provided by the Securities Act. In 
particular, AAI is considering using Regulation D (Rule 506) for any U.S. 
token offering, which would limit sales to accredited investors in a private 
sale environment. Under Reg D, there is no cap on fundraising amounts, 
but the offering cannot be made to the general public and buyers must 



be verified accredited investors (or a very limited number of 
sophisticated non-accredited investors). This approach would allow AAI 
to raise funds without a full SEC registration, while staying within the 
law’s boundaries. In tandem, AAI could utilize Regulation S for non-U.S. 
participants, conducting the token sale as an “offshore” transaction for 
international contributors. Reg S allows offerings to non-U.S. persons 
without SEC registration, as long as the offers and sales occur outside 
the United States (and U.S. investors do not partake). By coupling Rule 
506(c) of Reg D (which permits general solicitation to accredited 
investors with verification) and Reg S for overseas buyers, AAI can 
lawfully reach a global base of supporters while avoiding any 
unregistered public offering in the U.S.. All token purchasers in such 
exempt offerings would be subject to transfer restrictions (e.g., lock-up 
periods) to prevent immediate resales into public markets, in compliance 
with SEC rules for private offerings. These measures ensure that even if 
regulators viewed AGP as a security during its initial distribution, AAI’s 
offering would remain compliant through available exemptions. CFTC 
and IRS Considerations: Beyond the SEC, AAI is cognizant of the roles 
of other U.S. regulators. The Commodity Futures Trading Commission 
(CFTC) oversees commodities and derivatives markets, and it has 
asserted authority over cryptocurrencies that function as commodities 
(such as Bitcoin and Ether). If AGP is deemed a commodity rather than 
a security, any futures, swaps, or leveraged trading of AGP would fall 
under CFTC regulations. While AAI does not intend to offer any 
derivatives or speculative trading services, the platform will remain 
attentive to CFTC rules and guidance to avoid facilitating any 
unauthorized commodity transactions. Moreover, the U.S. Internal 
Revenue Service (IRS) treats digital assets as property for tax purposes, 
not currency. This means transactions involving AGP may be subject to 
capital gains tax, and the company itself must account for token 
distributions, payments, or rewards in compliance with tax laws. AAI will 
implement proper accounting practices and issue any required tax 
documentation to users (for example, Form 1099s for U.S. participants, if 
applicable) in line with IRS guidance. Participants in the AAI ecosystem 
will be advised that they are responsible for reporting taxable events 
(such as selling AGP for profit) on their personal taxes. By aligning with 
both securities and commodities laws and U.S. tax regulations, AAI aims 



to maintain full compliance across all relevant federal agencies. This 
comprehensive approach – complying with SEC rules (or exemptions), 
monitoring CFTC developments, and adhering to IRS tax treatment – 
provides operational clarity and minimizes legal risk in the United States. 

European Union Compliance (MiCA and Related EU Laws) 

In the European Union, AAI will comply with the new Markets in 
Crypto-Assets Regulation (MiCA) as well as other pertinent EU laws. 
MiCA, which entered into force in 2023 and became applicable in stages 
starting in late 2024, establishes a uniform regulatory framework for 
crypto-assets across EU member states. Under MiCA, crypto projects 
issuing tokens to the public in the EU must publish a compliant 
crypto-asset whitepaper and adhere to transparency, disclosure, and 
consumer protection standards. AAI’s own whitepaper and token offering 
will be prepared to meet these standards, including clear risk 
disclosures, tokenomics details, and rights of token holders, as required. 
We acknowledge that AGP will likely be classified under MiCA as a 
“utility token,” defined as a crypto-asset intended to provide digital 
access to a good or service supplied by the issuer. As a utility token, 
AGP would not be subject to the more stringent requirements that MiCA 
applies to asset-referenced tokens (stablecoins) or e-money tokens; 
however, AAI will still notify or register its EU token offering with the 
relevant authorities if required and ensure all MiCA whitepaper 
submission requirements are fulfilled. For example, AAI will include all 
necessary disclaimers and information in its offering documents, and will 
not proceed with an EU token sale until the MiCA-required procedures 
(such as notification to the competent regulator) are properly handled. 
By proactively aligning with MiCA’s provisions on crypto-asset offerings 
and marketing, AAI not only stays compliant but also demonstrates 
commitment to market integrity and consumer protection in the EU. 
Additionally, AAI will monitor and comply with any other EU-level or 
national laws that intersect with its platform’s operations. This includes 
regulations on electronic payments, anti-money laundering (aligned with 
EU AML directives, see KYC/AML section below), and any applicable 
licensing if AAI’s activities fall under financial services (for instance, if 
parts of the platform were later deemed a payment service or exchange, 
AAI would seek the appropriate license or registration under EU law). At 



this stage, AAI is designed primarily as a decentralized task marketplace 
and AI computing platform, which we believe falls under the scope of 
MiCA for its token issuance and not under traditional financial licensing. 
Nonetheless, AAI’s legal team will maintain vigilance as European 
regulatory bodies (such as ESMA and EBA) release further guidance 
under MiCA and related frameworks. By remaining adaptive to evolving 
EU regulations, AAI aims to future-proof its operations in Europe. 

Data Privacy Compliance (GDPR and CCPA) 

Handling user data responsibly is a legal and ethical mandate for AAI. 
The platform will inevitably collect and process certain personal data – 
for example, user account information (such as names, contact details, 
and crypto wallet addresses linked to identities), task descriptions and 
metadata, user preferences, and other analytics. AAI will implement 
robust data protection measures to ensure compliance with both the 
European Union’s General Data Protection Regulation (GDPR) and the 
California Consumer Privacy Act (CCPA), among other data privacy 
laws. Both GDPR and CCPA are landmark privacy laws aimed at 
protecting user data from unauthorized access or misuse. In practical 
terms, compliance for AAI means several things: 

Lawful Basis and Consent: AAI will only collect personal data that is 
necessary for platform functionality and will do so on a lawful basis. For 
EU residents, this often means obtaining clear and affirmative user 
consent for any data collection beyond what is strictly necessary. Users 
will be informed of what data is collected and for what purpose, in plain 
language, via AAI’s privacy policy and just-in-time notices. Where 
required, users will have the choice to opt in (for GDPR) or opt out (for 
CCPA) of certain data uses, such as marketing communications or data 
sharing with third parties. 

Data Minimization and Security: AAI commits to collecting the 
minimum personal information needed to operate the platform efficiently. 
Task metadata will be anonymized or pseudonymized where possible to 
avoid storing identifiable information on-chain or in databases. All 
personal data under AAI’s control will be safeguarded with appropriate 
security measures, including encryption in transit and at rest, secure 
access controls, and regular security audits. These steps reduce the risk 



of data breaches and align with GDPR’s requirement for “privacy by 
design and by default.” 

User Rights: In compliance with GDPR, AAI will enable EU users to 
exercise their data subject rights, including the right to access their 
personal data, correct inaccuracies, and request erasure (the “right to be 
forgotten”). Although storing data on an immutable blockchain can 
complicate absolute deletion, AAI will architect its systems such that 
most personal data is stored off-chain in a manner that allows honoring 
deletion requests (or by using encryption that can be “forgotten” to 
render on-chain data unusable). For California residents covered by 
CCPA (and its amendment CPRA), similar rights will be honored – users 
can request disclosure of what personal information has been collected, 
opt out of its sale (note: AAI does not sell user data), and request 
deletion of their data from AAI’s systems. AAI will also include a “Do Not 
Sell My Personal Information” link or equivalent mechanism on its 
platform to facilitate CCPA opt-out requests, even though AAI’s business 
model does not involve selling personal data. 

Transparency and Policies: The platform will maintain a clear and 
thorough privacy policy detailing all data handling practices, as required 
by GDPR’s transparency obligations and CCPA’s notice requirements. 
This policy will cover what data is collected, how it’s used, the third 
parties (if any) with whom data is shared, cookie usage, data retention 
periods, and the processes for users to exercise their rights or lodge 
complaints. AAI will designate a Data Protection Officer (DPO) or privacy 
officer if required (GDPR mandates this for certain types of processing), 
and will ensure there are processes to handle any data breaches 
including notifications to users and authorities within the statutory 
timeframes. 

By upholding these privacy commitments, AAI strives to protect user 
trust and comply with global data protection standards. The project 
recognizes that privacy compliance is an ongoing effort – regulations like 
GDPR and CCPA carry significant penalties for non-compliance, and 
enforcement is active. Thus, AAI will regularly review and update its data 
practices as laws evolve (for example, tracking new U.S. state privacy 
laws or updates to EU e-privacy rules) to ensure continuous compliance. 



In summary, AAI will handle personal data with care, transparency, and 
respect for user rights, meeting or exceeding the requirements of GDPR, 
CCPA, and similar frameworks. 

Legal Entity and Jurisdictional Strategy 

At present, AAI has not yet established a formal legal entity. The project 
is in a formative stage and operates as a decentralized initiative. 
However, as the platform matures, it is crucial to create an appropriate 
legal entity for operational clarity, liability protection, and regulatory 
compliance. Establishing a legal entity will provide AAI with the ability to 
enter contracts, protect team members and contributors from personal 
liability, and interface with regulators and banking institutions more 
effectively. We are evaluating the most strategic jurisdiction and structure 
for incorporation, with two primary options under consideration: 

U.S.-Based C-Corporation: Forming a traditional corporation (likely a 
C-Corp in Delaware or another business-friendly jurisdiction in the 
United States) is a strong option. A C-Corp structure is well-understood 
by regulators and investors, providing a clear governance framework 
(board of directors, officers, shareholders) and the ability to issue stock 
or equity if needed. This structure could facilitate future fundraising (e.g., 
venture capital investment or equity financing) and would firmly anchor 
AAI under U.S. law, which could enhance credibility when complying with 
SEC, IRS, and other federal requirements. As a C-Corp, AAI would 
implement formal compliance programs, accounting, and reporting, and 
could more easily sign partnerships or list on exchanges that often 
require a registered corporate entity. The trade-off is that a corporation is 
a centralized legal structure, which might be at odds with the 
decentralized ethos; however, the corporation can be used primarily for 
legal and financial dealings while the community-driven aspects of AAI 
continue in parallel. 

Decentralized Autonomous Organization LLC (DAO LLC): As an 
alternative, AAI is considering structuring itself as a DAO-based entity, 
leveraging new legal frameworks that recognize DAOs. For example, the 
U.S. state of Wyoming offers a DAO LLC structure (or the newer 
“Decentralized Unincorporated Nonprofit Association” status under the 
2024 Wyoming law) which gives DAOs a legal wrapper. Under such a 



framework, AAI could register as an LLC or association that is governed 
by smart contracts and decentralized member votes, rather than a 
traditional corporate board. This approach aims to preserve the 
decentralized governance of the project while still conferring legal 
personhood and limited liability protection to participants. A Wyoming 
DAO LLC can own property, enter contracts, and even appear in court, 
just like other companies. It shields individual contributors or token 
holders from being personally responsible for the actions of the DAO, 
which is critical for risk management. By adopting a DAO LLC model, 
AAI would signal its commitment to decentralized principles, but with the 
practical benefits of an incorporated entity. This could also simplify 
compliance with certain state laws and allow AAI to, for instance, open 
bank accounts or pay taxes as an organization rather than as an 
informal collective. 

AAI will seek legal counsel to determine which option (or a combination 
thereof) best suits its long-term strategy. It’s possible, for instance, that a 
hybrid approach is taken: a conventional corporation for interfacing with 
traditional finance and contracts, and a DAO governance layer for 
community decisions. Regardless of the form, the chosen entity will be 
established before any token generation event or significant platform 
launch, to ensure that contracts (like terms of service, token purchase 
agreements, etc.) are executed by a recognized legal entity. This will 
provide clarity to regulators and users alike about who is accountable. In 
summary, while AAI is currently an informal project, the plan is to 
formalize its existence through either a U.S. C-Corp or a DAO LLC 
structure (or both), balancing operational needs with decentralization, 
and positioning the project to readily comply with all legal obligations 
moving forward. 

KYC/AML Compliance Measures 

To maintain the highest standards of regulatory compliance and to 
prevent illicit activity, AAI will implement rigorous Know Your Customer 
(KYC) and Anti-Money Laundering (AML) measures. These compliance 
steps will be in place both during any token sales (fundraising or 
distribution events) and as part of ongoing user onboarding to the AAI 
platform where appropriate. Given the increasing global enforcement of 



AML laws in the crypto space, AAI treats this as a non-negotiable 
requirement for legal operation. Token Sale KYC: Participants in any AAI 
token sale (e.g., a private sale, public sale, or airdrop) will be required to 
undergo identity verification before they can acquire AGP tokens. This 
process will collect basic KYC information such as full name, date of 
birth, nationality, and government-issued identification (e.g., passport or 
driver’s license scans), as well as proof of residence where needed. AAI 
may partner with an established KYC service provider to securely handle 
verification using industry-standard methods (ID document checks, facial 
recognition match, database checks for sanctions or politically exposed 
persons, etc.). The goal is to ensure that no prohibited persons or 
jurisdictions participate in the token offering. In line with global sanctions 
lists and anti-terrorism financing rules, individuals from certain high-risk 
or embargoed regions will be restricted from participating. Likewise, any 
persons failing sanctions screening or appearing on watchlists will be 
denied access. These measures protect the project from inadvertently 
facilitating transactions with bad actors. They also align with SEC and 
FinCEN guidance, which increasingly expect ICOs and token offerings to 
incorporate AML controls. Anti-Money Laundering Controls: AAI will 
establish an AML program consistent with the Financial Action Task 
Force (FATF) guidelines and relevant national laws (such as the U.S. 
Bank Secrecy Act and EU AML directives). This includes a risk-based 
approach to monitoring contributions and transactions. During the token 
sale, contribution addresses will be checked against blockchain analytics 
tools to detect potential links to illicit activity (for example, funds 
originating from mixers, dark markets, or flagged wallets may be 
refused). The funds raised will be tracked and audited. AAI will file any 
necessary reports (like Suspicious Activity Reports) if there are 
indications of money laundering attempts. Proceeds from criminal 
activities are strictly prohibited from entering AAI’s token sale, and robust 
controls will help enforce this. Additionally, AAI will comply with the 
“Travel Rule” as applicable – if required by jurisdiction, it will collect and 
transmit required originator/beneficiary information for crypto 
transactions above certain thresholds when interacting with exchanges 
or custodians, per FinCEN and FATF recommendations. Platform User 
Onboarding: On the AAI platform itself, users who wish to utilize services 
or earn AGP through completing tasks might also go through a simplified 



onboarding KYC process, especially if they are transacting in fiat or large 
amounts of cryptocurrency. The level of KYC can be tiered based on 
activity – for example, basic use of the platform might only require an 
email or wallet verification, but withdrawing large amounts of AGP to fiat 
or participating in token rewards might trigger a requirement for full 
identity verification. By implementing ongoing monitoring, AAI will watch 
for suspicious behavior on the platform, such as unusual transaction 
patterns or attempts to abuse the system for laundering. The compliance 
team (or service) will periodically screen user lists against updated 
sanctions lists to ensure continuous compliance. These KYC/AML 
measures not only satisfy legal requirements but also serve to build trust 
with partners, exchanges, and the community. Many reputable 
exchanges require proof that a project conducted KYC/AML in its token 
distribution. Likewise, corporate and institutional partners will expect a 
high compliance standard. AAI’s comprehensive approach – identity 
verification, sanctions screening, transaction monitoring, and reporting – 
will meet or exceed the current best practices for crypto projects. By 
proactively addressing KYC/AML, AAI helps ensure a legitimate and 
secure platform, deterring bad actors and fostering an ecosystem where 
stakeholders (users, investors, and regulators alike) can participate with 
confidence. 

Risk Factors and Disclaimers 

While AAI is dedicated to robust security and compliance, it is important 
to acknowledge the inherent risks involved in both the technology and 
the regulatory environment. All participants and stakeholders should be 
aware of these risks as part of transparent disclosure: 

Smart Contract and Cybersecurity Risks: The AAI platform and AGP 
token rely on smart contracts and blockchain technology. Smart 
contracts, while powerful, are software that may contain vulnerabilities or 
bugs despite best efforts in development and auditing. A malicious actor 
could potentially exploit an unforeseen flaw in the token contract or 
associated protocols, which might lead to loss of funds, token theft, or 
disruption of platform services. AAI mitigates this risk by subjecting its 
smart contracts to professional security audits by reputable firms prior to 
deployment, and by following secure coding practices. Multiple audits 



and a formal verification process (if applicable) will be used to catch and 
fix vulnerabilities. Additionally, AAI will maintain a bug bounty program to 
incentivize independent security researchers to report any issues. 
However, users must understand that no smart contract can be 
guaranteed absolutely bug-free or hack-proof – there is always a 
residual risk. In the event of a security incident, AAI will act swiftly, 
including pausing the protocol if possible, issuing patches or upgrades 
(through the DAO governance if necessary), and communicating 
promptly with the community. Users are advised to exercise caution, 
keep their private keys secure, and only interact with the platform 
through official interfaces to minimize risks on their end as well. 

Speculative Nature of Digital Assets: AGP and other cryptocurrencies 
are subject to high market volatility and speculative trading dynamics. 
The value of AGP token can fluctuate dramatically over time due to 
market demand, overall crypto market conditions, and project-specific 
developments. Prices may rise or fall rapidly, and there is no guarantee 
that AGP will hold any particular value in fiat or crypto terms. Participants 
in the AAI token economy should be prepared for this volatility and 
understand that they could lose a substantial portion or even all of the 
value of their tokens. AAI makes no promises of token value 
appreciation; in line with its utility token stance, the token’s value is 
derived from its use on the platform, not speculation. Nonetheless, 
secondary market forces are outside of AAI’s control. The project will 
comply with market abuse regulations (for instance, monitoring for 
insider trading or manipulation to the extent possible, especially under 
the new ESMA guidelines in the EU), and will be transparent in 
communications to avoid misinformation. Still, token purchasers and 
users should only participate with funds they can afford to risk, 
recognizing the speculative nature of crypto assets. 

Regulatory and Legal Risks: The regulatory environment for 
blockchain and cryptocurrencies continues to evolve. There is a risk that 
changes in law or new interpretations by regulators could impact AAI’s 
operations or the legal status of AGP. For example, although AAI 
believes AGP is not a security, regulatory agencies (or courts) in the 
future might reach a different conclusion, which could necessitate 
additional compliance steps, or in a worst case, restrict trading of AGP in 



certain jurisdictions. Similarly, governments may impose new licensing 
requirements on smart contract platforms or more restrictive rules on 
crypto tokens. AAI mitigates this risk by staying up-to-date with legal 
developments and maintaining dialogue with legal advisors in relevant 
jurisdictions. The project is prepared to adjust its compliance approach 
(or even the platform’s features) if required to obey new laws – this could 
include registering the token, geofencing certain locations, or adopting 
new KYC measures as laws dictate. However, regulatory changes can 
be unpredictable, and they may increase the cost and complexity of 
running the platform or affect token utility in unforeseen ways. This risk is 
shared across the entire crypto industry and is not unique to AAI. 

Operational Risks and Decentralization: As a decentralized platform, 
AAI will eventually transition many governance and operational aspects 
to the community (a DAO model). While this is a strength, it also 
presents coordination challenges and potential governance disputes. 
There is a risk that without a centralized authority, responses to issues 
(technical, financial, or legal) could be slower or subject to governance 
gridlock. AAI is addressing this by setting up clear governance 
processes and, during initial phases, hybrid structures (as discussed in 
the entity section) to ensure there are entities capable of acting when 
needed (for instance, to carry out an emergency security upgrade or 
interface with regulators). Nonetheless, users should understand that a 
decentralized project’s outcomes rely on collective participation, and 
there is no guaranteed recourse as there might be with a traditional 
company. 

Other Standard Risks: There are additional common risks such as loss 
of credentials (if a user loses access to their wallet, their AGP could be 
permanently inaccessible – AAI cannot restore lost private keys), 
network downtime or congestion (high activity on the underlying 
blockchain could slow down AAI transactions or make them costly), and 
third-party dependency (AAI may integrate with other protocols or 
oracles that could themselves fail or be compromised). AAI will 
enumerate these and other risks in its full legal disclaimer within the 
whitepaper and user agreements. The intent is not to alarm, but to 
educate users so they can make informed decisions. 



Disclaimer 

This Legal Considerations section of the whitepaper is provided to inform 
AAI participants of the compliance measures and risks associated with 
the project. It should not be taken as personalized legal or investment 
advice. All prospective users and token holders are encouraged to 
perform their own due diligence and consult with professional advisors 
regarding participation in the AAI platform. AAI will continue to refine its 
legal compliance strategies and risk management practices, and will 
communicate any significant changes to regulatory posture or risk 
mitigation to the community in a transparent manner. By proceeding with 
AAI, users acknowledge that they have read and understood the above 
considerations and agree to abide by the platform’s terms and policies, 
which embed these compliance and risk frameworks. By taking a 
thorough and proactive approach to legal and regulatory compliance – 
spanning U.S. securities law, EU crypto regulations, data privacy, 
corporate structuring, KYC/AML, and risk disclosure – AAI aims to build 
a sustainable, law-abiding, and trustworthy platform. This not only 
reduces the likelihood of legal challenges but also creates a safer 
environment for all participants in the AAI ecosystem, fostering long-term 
confidence in the project’s mission and operations. 
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